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1. Altalanos rendelkezések

Az Egressy Beéni Varosi Kényvtar (a tovabbiakban: EBVK vagy Adatkezel6, székhelye: 3700
Kazincbarcika, Rakoczi tér 9., addszdma: 15353287-2-05, adatvédelmi tisztviselé: ETK Szolgaltato
Zrt., adatvédelmi tisztvisel6 elérhetdsége: dpo.kazincbarcika@etk-rt.hu) Kazincbarcika Varos
Onkormanyzata (a tovabbiakban: Fenntarto) altal irdnyitott és fenntartott, onalléan miikodd
koltségvetési szerv, amelynek f6 tevékenysége nyilvanos konyvtar miikodtetése, konytari és szabadidos
szolgaltatasok nyujtasa.

Az EBVK az adatkezelési tevékenységgel jard folyamatainak hatékony és ésszerii tervezése és
szervezése, dokumentalasa és nyilvantartasa, az alkalmazottak feladat- és jogkdreinek meghatarozasa,
az érintettek adatvédelemmel kapcsolatos jogainak biztositasa, valamint az adatvédelmi incidensek
kezelésével kapcsolatos eljarasrend kialakitasa céljabol az aladbbi Adatvédelmi és Incidenskezelési
Szabélyzatot (a tovabbiakban: szabalyzat) alkotja.

Jelen rendelkezéseket az EBVK egyéb szabalyzatainak eldirasaival osszhangban kell értelmezni.
Amennyiben a személyes adatok védelmével kapcsolatosan ellentmondas all fent jelen rendelkezések
és a barmely mas, jelen szabalyzat hatalyba 1épése el6tt hatalyba 1épett szabalyzat eldirasai kozott, Ugy
a jelen rendelkezések az irdnyadoak.

Jelen szabalyzat az alabbi jogszabalyokban meghatarozottakkal egyiitt értelmezendd. A szabalyzatban
a jogszabalyok és az adatvédelmi fellgyeletet ellatd hatdsag az alabbi roviditésekkel szerepelnek:

GDPR az Europai Parlament és a Tanacs (EU) 2016/679 rendelete (2016. aprilis 27.)
a természetes személyeknek a személyes adatok kezelése tekintetében torténd
védelmérdl és az ilyen adatok szabad aramlasarol, valamint a 95/46/EK
iranyelv hatalyon kivil helyezésérél

Infotv. az informéaciés onrendelkezési jogrol és az informacioszabadsagrél szélo
2011. évi CXILI. térvény

NAIH Nemzeti Adatvédelmi és Informacidszabadsag Hatdsag

2. A szabalyzat celja es hatalya

A szabalyzat meghatdrozza az EBVK szervezetén belili mindazon szervezési és technikai
intézkedéseket, azok kialakitdsat és alkalmazasat, folyamatos ellendrzését, valamint sziikség esetén azok
korrekciojat, amelyekkel az adatvédelem alapelveinek, a jogszerli adatkezelés feltételeinek, az
adatbiztonsag kdvetelményeinek érvényesiilése megvaldsithato.

Adatkezel6 az adatok biztonsagi allapotdnak lehetséges sériilése esetén kotelezden elvégzendd
vizsgalatra, a vizsgalat eredménye alapjan lefolytatand6 eljarasokra jelen szabalyzatban cselekvési
rendet hatdroz meg annak érdekében, hogy az adatvédelmi incidensek minden esetben azonos, magas
szinvonalon keriiljenek felderitésre, valamint a lehetséges kockazatok a lehetd leghamarabb és
leghatékonyabb modszerekkel csokkenthetdek legyenek, az EBVK tevékenysége pedig megfeleljen a
GPDR-ban meghatarozott elvarasoknak és transzparencianak.

A szabalyzat targyi hatalya kiterjed az EBVK valamennyi olyan folyamatara, amely soran a GDPR 4.
cikk 1. pontja szerinti személyes adat kezelése megvalosul.

Jelen szabalyzat személyi hatalya Kiterjed az Adatkezeld iranyitasa alatt eljaro, a személyes adatokhoz
hozzaféréssel rendelkezd természetes személyekre (a munkavégzésre iranyuld jogviszony jellegétol
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fuggetlentl), és azon természetes személyekre (a tovabbiakban: érintett), akik személyes adatat
feldolgozzék, tovabba azon érintettekre, akik jogait vagy jogos érdekeit az EBVK adatkezelési
tevékenysege érinti. Az EBVK alkalmazottai kotelesek a 9. melléklet szerinti dokumentumok és
jognyilatkozatok kit6ltésére, valtozas esetén az EBVK vezet6jének értesitésére.

AZ EBVK megbizasabdl személyes adatok kezelését vagy feldolgozasat végzokkel a GDPR 28.
cikkének megfeleld tartalommal adatfeldolgozasi szerzddést (2. melléklet) kell kotni, amelyben
rendelkezni kell arrél, hogy az EBVK altal megbizott adatfeldolgozé a feladata ellatasa soran hogyan
juttatja érvényre jelen szabalyzat rendelkezéseit (figyelembe véve a 1. mellékletben meghatéarozott
adatvédelmi bekezdések, kiegészitések tartalmat).

AZ EBVK adatkezelést végzo alkalmazottai és az EBVK megbizasabol az adatkezelésben résztvevo,
annak valamely miiveletét végz0 szervezetek alkalmazottai kitelesek a megismert személyes adatokat
tizleti titokként, magantitokként megdrizni, bizalmasan kezelni.

A személyes adatokat kezeld és azokhoz hozzaférési lehetéséggel rendelkezé személyek kotelesek
Titoktartasi nyilatkozatot tenni (3. melléklet).

3. Fogalmak

Adatallomany: az Infotv. 3. § 21.pontja szerinti adatok (,,az egy nyilvantartisban kezelt adatok
osszessege”);

Adatfeldolgozés: az Infotv. 3. § 17. pont szerinti tevékenység (,,az adatkezel6 megbizasabol vagy
rendelkezése alapjan eljaro adatfeldolgozo dltal végzett adatkezelési miiveletek osszessége”);

Adatfeldolgoz6: a GDPR 6. cikk 8. pontja szerinti személy vagy szervezet (,, az a természetes vagy jogi
személy, kozhatalmi szerv, tigynokség vagy barmely egyéb szerv, amely az adatkezel nevében személyes
adatokat kezel”),

Adatkezelés: GDPR 4. cikk 2. pontjdban meghatarozott tevékenység (,,a személyes adatokon vagy
adatallomanyokon automatizalt vagy nem automatizalt médon végzets barmely miivelet vagy miiveletek
Osszessége, igy a gylijtés, rogzités, rendszerezés, tagolds, tdrolas, dtalakitas vagy megvaltoztatas,
lekérdezés, betekintés, felhasznadlds, kozlés tovabbitds, terjesztés vagy egyéb modon torténd
hozzdférhetové  tétel utjan, osszehangolas vagy 0Osszekapcsolés, korlatozas, torlés, illetve
megsemmisités”’),

Adatkezelé: GDPR 4. cikk 7. pontjaban meghatarozott személy vagy szervezet (,, az a természetes vagy
jogi személy, kozhatalmi szerv, Ugynokség vagy barmely egyéb szerv, amely a személyes adatok
kezelésének céljait és eszkdzeit 6nalléan vagy masokkal egyiitt meghatarozza; ha az adatkezelés céljait
és eszkozeit az unios vagy a tagallami jog hatarozza meg, az adatkezeldt vagy az adatkezeld kijelolésére
vonatkozé kilénds szempontokat az unios vagy a tagallami jog is meghatarozhatja”);

Adatkezelés korlatozasahoz val6 jog: a GDPR 18. cikk. (1) bekezdés szerinti érintetti jog (,, Az érintett
jogosult arra, hogy kérésére az adatkezelo korlatozza az adatkezelést, ha az alabbiak valamelyike
teljesil:

a) az érintett vitatja a személyes adatok pontossagat, ez esetben a korldatozas arra az idétartamra
vonatkozik, amely lehetové teszi, hogy az adatkezelé ellendrizze a személyes adatok
pontossagat;

b) az adatkezelés jogellenes, és az érintett ellenzi az adatok torlését, és ehelyett kéri azok
felhasznalasanak korlatozasat;
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C) az adatkezelének mar nincs sziiksége a személyes adatokra adatkezelés  céljabol, de az

erintett igényli azokat jogi igények eldterjesztéséhez, érvényesitéséhez vagy védelméhez, vagy

d) az érintett a 21. cikk (1) bekezdése szerint tiltakozott az adatkezelés ellen; ez esetben a
korlatozas arra az idétartamra vonatkozik, amig megallapitasra nem keriil, hogy az adatkezeld
jogos indokai elsobbséget élveznek-e az érintett jogos indokaival szemben.”);

Adatmegsemmisités: az Infotv. 3. § 16. pont szerinti tevékenyséq (,, az adatot tartalmazé adathordozo
teljes fizikai megsemmisitése”);

Adattovabbitas: Infotv. 3. § 11. pontjadban meghatarozott tevékenység (,,az adat meghatdrozott
harmadik személy szadmara torzénd hozzaférhetivé tétele”),

Adattorlés: Infotv. 3. § 13. pont szerinti tevékenyséq (,,az adat felismerhetetlenné tétele oly modon,
hogy a helyredllitisa t6bbé nem lehetséges”);

Adatvédelmi incidens: az adatok biztonsaganak sériilése a GDPR 6. cikk 12. pont szerint (,, a biztonsdg
olyan sériilése, amely a tovabbitott, tarolt vagy mas modon kezelt személyes adatok véletlen vagy
jogellenes megsemmisitését, elvesztését, megvaltoztatasat, jogosulatlan kdzlését vagy az azokhoz val6
jogosulatlan hozzaférést eredményezi ),

Alnevesités: a GDPR 6. cikk 5. pontja szerinti tevékenyséqg (., a személyes adatok olyan médon torténd
kezelése, amelynek kovetkeztében tovabbi informaciok felhasznalasa nélkil tébbé mar nem allapithato
meg, hogy a személyes adat mely konkrét természetes személyre vonatkozik, feltéve, hogy az ilyen
tovabbi informéaciot kuilon taroljak, és technikai és szervezési intézkedések megtételével biztositott, hogy
azonositott vagy azonosithato természetes személyekhez ezt a személyes adatot nem lehet kapcsolni”);

Az érintett hozzajarulasa: GDPR 4. cikk 11.szerinti jognyilatkozat (,, az érintett akaratinak énkéntes,
konkrét és megfelelo tajékoztatison alapulo és egyértelmii kinyilvanitasa, amellyel az érintett
nyilatkozat vagy a megerdsitést félreérthetetleniil kifejezé cselekedet Utjan jelzi, hogy beleegyezését adja
az Ot erinto személyes adatok kezeléséhez”)

Cimzett: a GDPR 6. cikk 9. pontja szerinti személy vagy szervezet (,, az a természetes vagy jogi személy,
kozhatalmi szerv, tgynokség vagy barmely egyéb szerv, akivel vagy amellyel a személyes adatot kozlik,
fggetlendl attdl, hogy harmadik fél-e. Azon kézhatalmi szervek, amelyek egy egyedi vizsgélat keretében
az unios vagy a tagallami joggal osszhangban férhetnek hozza személyes adatokhoz, nem mindsiilnek
cimzettnek; az emlitett adatok e kozhatalmi szervek altali kezelése meg kell, hogy feleljen az adatkezelés
céljainak megfelelden az alkalmazando adatvédelmi szabadlyoknak™”),;

EGT-allam: az Infotv. 3. § 23. pontja szerinti allamok (,,az Europai Unié tagadllama és az Eurdpai
Gazdasagi Teérségrol szolo megallapodasban részes mdas dllam, tovabba az az allam, amelynek
dllampolgara az Eurdpai Unio és tagallamai, valamint az Eurdpai Gazdasagi Térségrol szolo
megallapoddsban nem részes dllam kozott létrejott nemzetkozi szerzédés alapjan az Europai Gazdasagi
Térsegrol szolo megallapodasban részes allam dallampolgdraval azonos jogallast élvez”);

Erintett: GDPR 4. cikk 1. pont szerinti személy (,, azonositott vagy azonosithaté természetes személy”);

Erintett jogai: a GDPR 15-21. cikkében szabalyozott jogok, azaz
o tajekoztatds joga,

hozzaférési jog,

helyesbitéshez valé jog,

torléshez vald jog,

adatkezelés korlatozhatdsadgahoz valé jog,

adathordozhat6saghoz val6 jog,

O O O O O
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o tiltakozéshoz valo6 jog;

FelUgyeleti hatdsag: egy tagallam &ltal a GDPR 51. cikknek megfeleléen létrehozott fliggetlen
kdzhatalmi szerv. Az Infotv. 38. § (2a) bekezdés alapjan a GDPR-ban a felligyeleti hatdsag részére
megallapitott feladat- és hataskoroket a Magyarorszag joghatésaga ala tartozé jogalanyok tekintetében
az &ltalanos adatvédelmi rendeletben, valamint az Infotv-ben meghatarozottak szerint a NAIH
gyakorolja;

Fenntartd: Kazincharcika Varos Onkormanyzata Polgarmesteri Hivatal

Harmadik fél: a GDPR 4. cikk 10. pontja szerinti személy vagy szervezet (,,az a természetes vagy jogi
személy, kdzhatalmi szerv, ligynokség vagy barmely egyéb szerv, amely nem azonos az érintettel, az
adatkezeldvel, az adatfeldolgozoval vagy azokkal a személyekkel, akik az adatkezelé vagy
adatfeldolgozd kozvetlen iranyitasa alatt a személyes adatok kezelésére felhatalmazast kaptak™);

Harmadik orszag: az Infotv. 3. § 24. pontja szerinti allamok (,, minden olyan dallam, amely nem EGT-
allam”);

Képviselé: a GDPR 6. cikk 17.pontja szerinti személy vagy szervezet (,,az az Unidban tevékenységi
hellyel, illetve lakohellyel rendelkezd és az adatkezeld vagy adatfeldolgozé dltal irdasban megjelolt
természetes vagy jogi személy, aki, illetve amely az adatkezeldt vagy adatfeldolgozot képviseli az
adatkezeldre vagy adatfeldolgozora az e rendelet értelmében harulo kotelezettsegek vonatkozasaban”);

Nyilvanossagra hozatal: az Infotv. 3. 8 12. pont szerinti kdzzététel (,, az adat barki szamdra torténd
hozzaférhetove tétele”);

Nyilvantartasi rendszer: a GDPR 6. cikk 6. pontja szerinti rendszer (,,a személyes adatok bdarmely
mddon — centralizalt, decentralizalt vagy funkciondlis, vagy féldrajzi szempontok szerint — tagolt
allomanya, amely meghatarozott ismérvek alapjan hozzaférhet6”);

Profilalkotas: a GDPR 6. cikk 4. pontja szerinti tevékenység (,,személyes adatok automatizalt
kezelésének barmely olyan formaja, amelynek soran a személyes adatokat valamely természetes
személyhez fiizodo bizonyos személyes jellemzok értékelésére, kiilonésen a munkahelyi teljesitményhez,
gazdasagi helyzethez, egészségi allapothoz, személyes preferenciakhoz, érdekiddéshez,
megbizhatosaghoz, viselkedéshez, tartozkodasi helyhez vagy mozgdshoz kapcsolodo jellemzok
elemzésére vagy eldre jelzésére hasznaljik™);

Relevans és megalapozott kifogds: a GDPR 6. cikk 24. pontja szerinti joggyakorlas (,,a
dontéstervezettel szemben benyujtott, azzal kapcsolatos kifogas, hogy ezt a rendeletet megsértették-e,
illetve, hogy az adatkezelore vagy az adatfeldolgozora vonatkozo tervezett intézkedés osszhangban van-
e a rendelettel; a kifogasban egyértelmiien be kell mutatni a dontéstervezet dltal az érintettek alapvetd
jogaira és szabadsagaira, valamint adott esetben a személyes adatok Union belili szabad aramlasara
Jjelentett kockazatok jelentoséget”),

Személyes adat: GDPR 4. cikk 1. pont szerinti informacio (,, azonositott vagy azonosithatd természetes
személyre [, érintett”’] vonatkozo bdarmely informdcio; azonosithato az a természetes személy, aki
kozvetlen vagy kozvetett modon, kilondsen valamely azonosito, példaul név, szam, helymeghatarozé
adat, online azonosité vagy a természetes személy testi, fiziolégiai, genetikai, szellemi, gazdasagi,
kulturalis vagy szocidlis azonossagara vonatkozo egy vagy tobb tényezo alapjan azonosithato”);

Személyes adat kilonleges kategoriai: GDPR 9. cikk 1. szerinti informacié (,személyes adat
kilonleges kategoridi: a faji vagy etnikai szarmazasra, politikai véleményre, vallasi vagy vilagnézeti
meggyozodésre vagy szakszervezeti tagsagra utalo személyes adatok, valamint a természetes személyek
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egyedi azonositasat célzo genetikai és biometrikus adatok, az egészségligyi adatok és a természetes
személyek szexualis életére vagy szexualis iranyultsagara vonatkozo személyes adatok”);

Tiltakozas: GDPR 21. cikk (1) bekezdésben meghatarozott joggyakorlas (,,az érintett jogosult arra,
hogy sajat helyzetével kapcsolatos okokbol barmikor tiltakozzon személyes adatainak a GDPR 6. cikk
(1) bekezdésének e) vagy f) pontjan alapul6 kezelése ellen, ideértve az emlitett rendelkezéseken alapul
profilalkotast is”).

4. Az adatkezelés alapelvei, jogszeriisége

Az EBVK felelés a személyes adatok kezelésére vonatkozd, a GDPR 5. cikk (1) bekezdésében
meghatarozott alapelvek betartasaert. Az EBVK-nak képesnek kell lennie a személyes adatok kezelésére
vonatkozo alapelvek betartasanak igazolasara a GDPR 5. cikk (2) bekezdésének megfelelden.

A megfeleléség igazolasa kiilondsen az adatkezeléshez kapcsolodd dontéseket megalapozo
koriilmények és a dontések (pl. az adatkezelés feltételeit meghatarozd dontéselokészitd iratok), az
érintetteknek sz0lo adatkezelési tajékoztatok, az érintettél szarmazd nyilatkozatok (pl. hozzajaruld
nyilatkozatok, az adatkezelési tajékoztaté megismerését igazol6 dokumentumok), tovabba a személyes
adatokat tartalmaz6 (elektronikus vagy papir alapt) dokumentumok szervezeten beliili vagy azon kivili
mozgasanak megfelelé dokumentalasaval torténik.

Az EBVK —a GDPR 30. cikkének megfelelden — nyilvantartast vezet az altala végzett adatkezelésekrdl
(a tovabbiakban: adatkezelési tevékenységek nyilvantartasa).

A megfeleldség igazolasa adatvédelmi incidens esetén kiilondsen az incidenssel érintettek korének, az
incidenssel érintett személyes adatok korének, az incidens kezelése sordn tett intézkedéseket
megalapozo kortlmenyek és a dontések dokumentalasaval torténik. Az EBVK — a GDPR 33. cikkének
megfeleléen — nyilvantartast vezet a bekovetkezett incidensekkel kapcsolatos tényekrdl és
intézkedésekrol (adatkezelési incidensek nyilvantartas).

Az EBVK a megfeleléség igazolasdhoz az érintetti joggyakorlds teljesitésének koriilményeirdl
nyilvantartast vezet. Erintetti joggyakorlasra vonatkoz6 megkeresés esetén killondsen az adatigénylés
targyat, datumat, az érintett személyes adatok korét, az adatszolgaltatasra vonatkoz kdrilményeket, a
megkeresésre adott mindennemii kommunikaciot tartja nyilvan az Adatkezeld (Erintetti joggyakorlas
nyilvantartasa).

Az EBVK koételes a személyes adatok kezelésének jogszeriiségét biztositani (GDPR 6. cikk). Személyes
adatok kezelése akkor jogszerti, ha a GDPR szerinti jogalapja meghatarozhatdé [GDPR 6. cikk (1)],
személyes adatok kiilonleges kategoridinak mindsiilé adatok esetén pedig az EBVK rendelkezik az
altalanos adatkezelésre vonatkozo tiltas [GDPR 9. cikk (1)] aldl a GDPR 9. cikk (2) bekezdése szerinti
felmentéssel.

Az EBVK a jogszerliség megalapozottsagat, folyamatos fennallasat az adatkezelés minden fazisdban
ellendrzi, meghatarozott idonként feliilvizsgalja, ¢és az egyes adatkezelési tevékenységek
nyilvantartasaban dokumentélja.

Az EBVK nevében adatkezelést végzo alkalmazottak kartéritési, szabalysértési- €s biintetjogi
felel6sséggel tartoznak a személyes adatok jogszerii kezeléséért.
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5. Az adatvédelmi tevékenység szervezete

Az adatvédelmi tevékenység iranyitasaban és ellatasaban az EBVK vezetdje, az adatvédelmi feladatok
ellatasaban az EBVK vezetdje altalal kijelolt munkavallald, tovabba a Fenntartdo jogi, illetve
informatikai feladatokat ellaté munkatarsai az alabbiak szerint vesznek részt:

5.1. Az EBVK vezetdje
Az EBVK vezetdje

e gondoskodik az adatvédelmi iranyitasi rendszer miikodtetéséhez sziikséges anyagi-, targyi-, emberi
eréforras biztositasarol az éves koltségvetési tervben meghatarozott keretek kozott;

e a szervezet egyéb szabalyzatai és belsO rendelkezései kapcsan kiemelt figyelmet fordit a jelen
szabalyzat és az adatvédelemmel kapcsolatos dgazati jogszabalyok érvényestilésére;

o felelés azért, hogy az EBVK személyes adatot tartalmazd dokumentumainak kezelése kapcsan
érvényesiljenek a jelen szabalyzatban meghatarozott elvek, jogok és kotelezettségek;

e kijeloli az adatvédelmi tevékenység iranyitasaban és ellatasaban résztvevd személyeket,
meghatarozza a feladatokat, illetve az adatvédelmi targyd tigyekkel kapcsolatos déntési jogkoroket
és szinteket;

e Dbiztositja, hogy a Fenntarto jogi szakteriilete minden személyes adat kezelésével jard beszerzésrol,
szerz6déskotésrol tudomassal rendelkezzen;

e gondoskodik az adatvédelmi és incidenskezlési, valamint az informacidbiztonsagi szabalyzat
kiadasarol, betartasarol és betartatasarol;

e intézkedik az adatvédelmi tevékenység soran esetleg eléforduld, feltart hianyossagok
megsziintetésérol, sziikség szerint a feleldsségrevonas kezdeményezésérdl;

e gondoskodik a jelen szabalyzatban meghatarozott kotelezettségek  megszegésének
szankcionalasarol;

e megbizza az EBVK Adatvédelmi Tisztviseldjét, és az Adatvédelmi Tisztvisel6 nevét és
elérhetéségét bejelenti a NATH-nak;

e az Adatvédelmi Tisztvisel6vel, sziikség esetén a Fenntarto jogi szaktertletével és az informatikai
fejlesztést és rendszeriizemeltetést végzo szervezettel egyiittmikodve gondoskodik az adatvédelmi
¢s informaciobiztonsagi el6irdsok megismertetésérol, rendszeres oktatdsarol a 4. mellékletben
foglaltaknak megfelel6en;

e ellenjegyzi az adatvédelmi targyu kiadmanyokat;

e gondoskodik arrél, hogy a 9. melléklet szerinti dokumentumok és jognyilatkozatok a
munkavallalok felvétele, foglalkoztatasa és a munkaviszony megsziinése esetén kitdltésre és a
munkavallalok személyi anyaganak részeként megérzésre keriiljenek;

e kiemelt figyelmet fordit arra, hogy sz6ban, az érintett azonositasa nélkiil személyes adatot senki ne
k6z61jon a megkeresokkel;

e gondoskodik az érintetti joggyakorlasok, incidensbejelentések kivizsgalasanak koordinalasardl, az
Adatvédelmi TisztviselO értesitésérol;

e Dbiztositja, hogy az Adatvédelmi Tisztviseld véleményét kikérjék az EBVK adatvédelmi targyu

vagy adatvédelmi vonatkozasu bels6 szabalyzatainak elokészitése soran;
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5.2.

biztositja, hogy a sajtd kepviselbivel torténd kapcesolattartas soran az EBVK altal kezelt személyes
adatok tekintetében az adatvédelmi és titoktartasi kotelezettség érvényesuljon;

gondoskodik arrol, hogy adatvédelmi incidens esetén — az Adatvédelmi Tisztviseld
kozremilkodésével és javaslata alapjan — kiadott sajtokdzlemény a GDPR szerinti cél elérésére
alkalmas legyen.

Az EBVK vezetdje altal kijelolt munkavallalo

Az EBVK vezetdje altal kijeldlt munkavallalo:

5.3.

gondoskodik a papir alapt dokumentumok iratkezelése soran jelen szabalyzatban meghatarozottak
érvényesiilésérol;
felelos az EBVK altal végzett adatkezelési tevékenységekkel kapcsolatosan meghatarozott

folyamatok, és jelen szabalyzatban meghatarozott elvek gyakorlati alkalmazasaért az Adatvédelmi
Tisztviseld sziikség szerinti kozremiikodésével;

elvégzi az alkalmazottakkal kapcsolatos nyilvantartasok vezetését, a tajékoztatasok atadasat,
jognyilatkozatok begy(ijtését, iratok tarolasat, selejtezését;

betartja és betartatja az adat- és titokvédelmi, valamint a biztonsagi és informéaciobiztonsagi
eloirasokat;

gondoskodik arrél, hogy az EBVK felelosségi korébe tartozé nyilvantartasi rendszerek
naprakészek, megbizhatoak legyenek;

gondoskodik arrdl, hogy az EBVK alkalmazottai az adatkezelés meghatarozott feltételeinek
megfelelden jarjanak el (GDPR 32. cikk (4) bek.);

kiemelt figyelmet fordit arra, hogy a napi feladatellatashoz hasznalt adatbazisokhoz,
nyilvantartasokhoz semmilyen kérilmények kdzott ne férjen hozza illetéktelen személy, valamint
arra, hogy a megérzési id6 lejaratakor az adatallomanyok torlése dokumentaltan megtorténjen;

a napi feladatellatds soran feltart, informatikai rendszerek miikodésébdl eredd lehetséges
adatvédelmi kockazatokat az EBVK vezetdje és az Adatvédelmi Tisztviseld felé irasban jelezze.

A Fenntarto jogi szakteruletének feladata

A Fenntart6 jogi szakteriilete az EBVK vezetdjének kezdeményezésére:

5.4.

szakmai tamogatast nyljt az adatkezeléssel Osszefiiggd, nem adatvédelmi jogszabalyok
értelmezésében;

biztositja az EBVK képviseletét az érintett altal az EBVK ellen az érintett adatvédelmi jogainak
megseértése miatt inditott, illetve az EBVK 4altal a NAIH hatarozatainak felllvizsgalata irant
inditott perekben, illetve egyéb eljarasokban.

Informatikai fejlesztést és rendszeriizemeltetést végzo szervezet feladata

Az informatikai fejlesztést és rendszeriizemeltetést végzé szervezet:

ellatja az informatikai fejlesztéseknél és beszerzéseknél a beépitett adatvédelem kontrolljai
meglétének Dbiztositasaval, az adatmindség biztositasaval, az informatikai biztonsag
kockazataranyos szintjét biztositd jogosultsagi és naplézasi rendszer kialakitdsdnak
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megfeleldségével, a biztonsagos szoftverfejlesztés alapelveinek érvényesitésével kapcsolatos
feladatokat;

e az informatikai rendszerek Uzemeltetése teriiletén ellatja a személyes adatok kezelésével
kapcsolatos technikai védelem megval6sitasat;

e cllatja a hataskorébe tartoz6 informéacidbiztonsagi feladatokat, valamint rendelkezésre allasi
kontrollok biztositasat, a tarolt és tovabbitott személyes adatok bizalmassaganak vedelmét, az
incidensfelderitési és - kezelési tevékenység tamogatasat;

e az EBVK vezetéjével egyiittmiikodve gondoskodik az informaciobiztonsagi eldirasok,
szabalyzatok megismertetésérdl, rendszeres oktatasarol,

e U] informatikai rendszer bevezetése, informatikai rendszerrel kapcsolatos valtozasok esetén
tajékoztatja az EBVK vezetGjét a tervezett rendszerr6l, valtozasokrol, intézkedésekrol;

e informatikai incidens észlelése esetén haladéktalanul értesiti az EBVK vezet6jét vagy az altala
kijelolt munkatarsat és az Adatvédelmi Tisztvisel6t, biztositva, hogy a személyes adatokkal
kapcsolatos érintettség vizsgalatat elvégezhesse;

e adatvédelmi incidens észlelésekor a kivizsgalasi, kockazat csokkentési, értékelési folyamatban
aktivan kdzremiikodik a 11. fejezet rendelkezéseinek megfelelden.

5.5. Az Adatvédelmi Tisztviseld

Az EBVK adatvédelmi tevékenységében kozremiikoddé Adatvédelmi Tisztviselot az EBVK vezetdje
bizza meg vagy nevezi ki. Adatvédelmi Tisztviselonek olyan személy vagy szervezet bizhatdé meg vagy
nevezhet6 ki, aki vagy amelynek a feladatot ellaté munkatarsa rendelkezik:

e jogi végzettséggel, vagy informatikai féiskolai (BSc) vagy egyetemi (MSc) szintli végzettséggel;

e az eurdpai ¢és hazai adatvédelemmel kapcsolatos fobb szabalyozok, hatosagi és birosagi
hatarozatok, irdnymutatasok ismeretével,

e alapvet6 adatvédelmi és informatikai folyamatok ismeretével;
e legaldbb 2 év adatvédelmi terlileten szerzett gyakorlattal.

Az Adatvédelmi Tisztvisel6 megbizasa vagy kinevezése mellett az EBVK adatvédelmi tanacsadési
feladattal egyéb, jogi vagy természetes személy szakértot is megbizhat.

Az Adatvédelmi Tisztviselé szakmai tanacsadoi feladatot lat, e feladatkoérében utasitast nem fogadhat
el, az EBVK vagy a Fenntartdé munkavallal6ja esetén szakmai allaspontja miatt — ide nem értve a
szakszeriitlen, gondatlan feladatellatast — nem szankciondlhatd. Jelen szabalyzatban foglalt
tevékenysége ellatdsa soran autonoém, szakmai Ugyekben kizarolag az EBVK vezet6jének tartozik
felelosséggel.

Az EBVK el6segiti az Adatvédelmi Tisztviseld megfeleld szakmai feladatellatasat. Ennek érdekében az
EBVK biztositja az Adatvédelmi Tisztviseld részére megkiildott informacidk teljeskoriiségét, az
adatvédelmi kérdés kapcsan vizsgalt személyes adatokhoz és az adatkezelési miiveletekhez vald
hozzaférést. Amennyiben az Adatvédelmi tisztvisel az EBVK vagy a Fenntarté munkavallaloja, részére
az EBVK vagy a Fenntarto biztositja a szakért6i szintii ismereteinek fenntartdsaihoz szilkséges forrast,
tovabba elegendd id6t feladatai ellatasahoz. Az Adatkezeld a feliigyeleti hatosaggal torténd
egylttmiikodés soran az Adatvédelmi Tisztviseld utjan — és az ligy természetébdl adodoan esetenként
egyéb szakteriilet munkatarsainak bevonaséaval — tartja a kapcsolatot.
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Az Adatvédelmi Tisztviselé véleményét — a jelen szabalyzat rendelkezései szerint — ki kell kérni az
adatkezelést érint6 dontések, szerzédések és belsd szabalyzatok tervezetérdl.

Az Adatvédelmi Tisztvisel6t tisztsége fennallasa alatt és annak megsziinését kovetOen titoktartasi
kotelezettség terheli a tevékenysége soran tudomasara jutott, kozérdekli vagy kozérdekbdl nem
nyilvanos adatnak nem mindsiilé informaciok kapcsan.

Nem lehet Adatvédelmi Tisztvisel6 az a természetes személy, aki az adatkezelési tevékenység céljainak,
kereteinek, eszkdzeinek meghatarozasardl dont, kiilonosen az EBVK vezetdje, vagy az adatkezelésért
felelos, illetve adatkezelést végzé munkatarsa, valamint az EBVK informatikai rendszere
Uzemeltetéséért, fejlesztéséért felelds vezetd beosztasu munkavallalo.

Az Adatvédelmi Tisztviselé - amennyiben munkavallaloként latja el a feladatkort - az adatvédelmi
tisztvisel0i feladatokon kiviil az EBVK dontése alapjan mas munkakorhéz kotédo feladatokat is ellathat,
amennyiben azok nem eredményeznek dsszeférhetetlenséget.

Az Adatvédelmi Tisztvisel6 nevét és elérhetdségeit az EBVK honlapjan és székhelyén a nyilvanossag
részére mindenkor elérhetévé kell tenni. AZ EBVK tovabba kozli az Adatvédelmi Tisztviseld nevét és
elérhet6ségét a NAIH-al.

Az Adatvédelmi Tisztvisel6 feladatai:
e segitséget nyujt az adatkezeléssel Osszefliggd dontések meghozatalaban, valamint az érintettek
jogainak biztositasaban;

e cllendérzi a GDPR, az Infotv. és az adatkezelésre vonatkozé mas jogszabalyok, valamint a jelen
szabalyzat, tovabba az EBVK egyéb bels6 szabalyzatai rendelkezéseinek a megtartasat;

e legalabb 2 évente belsé adatvédelmi ellendrzési eljarast folytat le minden szakteriileten;

e Kkivizsgalja — szlikség szerint az érintett szakterlletek bevonasaval — a neki cimzett panaszokat,
jogszerltlenség észlelése esetén annak megsziintetésére, korrekcios intézkedés megtételére hivja
fel az adatkezelést végzot vagy az adatfeldolgozot;

e clkésziti, és idGszakosan feliilvizsgalja, sziikség esetén aktualizalja az Adatvédelmi és
incidenskezelési szabalyzatot;

e gondoskodik az adatvédelmi ismeretek oktatasarol;

e személyes adatot is kezeld, Uj informatikai rendszer vagy alkalmazas belso fejlesztéssel torténd
bevezetése soran elvégzi az adatvédelmi hatasvizsgalatot;

e az adatvédelmi incidenskezeléssel kapcsolatban ellatja a jelen szabalyzat szerinti feladatokat;
e vezeti az Adatkezelési Tevékenységek Nyilvantartast;
e ¢ves Osszefoglalo jelentést készit a szervezet adatvédelmi helyzetérdl az EBVK vezetdjének;

e kapcsolatot tart és — sziikség szerint az érintett szakterlilet munkatarsainak bevonasaval —
egylttmiikodik a NAIH-al;

e a NAIH kérésére adatszolgaltatast teljesit;

crer

adatfeldolgozo, k6zos adatkezel6, onallo adatkezeld) és a sziikséges nyilvantartasi feladatokat
(adatfeldolgozoi megallapodas el6készitése, az adatkezelési tajékoztatok, az adatkezelési
tevékenységek nyilvantartasa frissitése).
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6. Adatvédelmi oktatas

Az Adatvédelmi Tisztvisel6 gondoskodik az adatvédelmi tudatossdg novelése céljabol tartando
adatvédelmi és incidenskezelési oktatas megszervezésérdl, illetve megtartasarol.

Az oktatasok soran altalanos, betekintd jellegii adatvédelmi ismereteket, a szervezeti egységek napi
tevékenységi korébe tartoz6 adatkezelések kapcsan pedig folyamatismertetést, az adatvédelem
gyakorlati érvényesulését (pl. értelmezések, esetek), valamint az adatvédelmi incidensekkel kapcsolatos
oktatast tart. Az adatvédelmi incidensek kapcsan ismerteti a multban bekovetkezett adatvédelmi
incidensek tapasztalatait, vagy a lehetséges adatvédelmi incidensek veszélyeit elemzi, a kockéazatok
csokkentésével, megel6zésével kapcsolatosan tajékoztatast ad, illetve az ismereteket ellendrzi.

Az adatvédelmi és incidenskezelési oktatason vald részvétel minden EBVK &ltal munkaviszonyban
foglalkoztatott személy részére kotelezo.

7. Adatkezelési tevéekenyseg

Az adatkezelési tevekenységek fazisai:

e adatkezelési tevékenység bevezetése,

e adatkezelési tevékenység aktiv alkalmazasa,

e adatkezelési tevékenység megsziintetése.
7.1.  Altalanos szabalyok

Az egyes adatkezelési fazisokban jelen, 7. fejezet szerinti folyamatok alkalmazasa sziikséges az
adatkezelés alapelveinek hatékony érvényesiléséhez.

Minden folyamatot dokumentalni kell a 4. melléklet szerinti adatkezelési tevékenység nyilvantartd lap
nyomtatvanyon. A végleges dokumentumok szakmai megfeleloségéért az adatkezelés létrehozasat
kezdeményez6 (a nyomtatvanyt kitoltd) szakteriilet, az adatvédelmi megfeleldségéért az Adatvédelmi
Tisztvisel6 a felelds. Abban az esetben, ha barmely szakteriilet eltér a megfogalmazott szakmai,
adatvédelmi vagy informaciobiztonsagi 4allasfoglalasoktél, az eltérésért, illetve a végleges
dokumentumért az eltérd szakteriileti vezeto tartozik feleldsséggel.

Az adatkezelési tevékenységgel kapcsolatos informaciokat tartalmazé nyilvantartd lapot — a kitoltést
kovetéen - az EBKV vezetdje vagy az altala kijelolt munkatars véleményezésre megkiildi az
Adatvédelmi Tisztviselének, és sziikség szerint a Fenntarto jogi szakteriletének, amely indokolt esetben
tovabbi szakteriletek véleményét is kérheti. A véleményeket a Fenntartd jogi szaktertlete 6sszesiti és
véglegesiti, sziikség esetén a véleményezokkel valdo konzulticido utdn. A vélemények, eldkészitd
dokumentumok megoérzésérol az EBVK vezetdje az adatkezelési tevékenységek nyilvantartasaval egy

helyen gondoskodik.

Amennyiben az adatkezeléssel kapcsolatos feltételek kidolgozasaban a résztvevok kozott
véleményeltérés van, az Adatvédelmi Tisztviseld — szlikség szerint az adatkezelést végz6 szakteriilet
vezetbivel és a véleményezokkel vald konzultacio utan — javaslatot tesz a lehetséges megoldasra. Az
adatkezeléssel kapcsolatos informéacidk nyilvantartasba vétele, a valtozas atvezetése kizarolag akkor
hajthatd végre, ha a konzultacids eljarasban minden résztvevd szamara elfogadhatd megallapodas
szlletett az adatkezeléssel kapcsolatban.
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Az Adatvédelmi Tisztviseld véleményét az adatkezelésrol szol6 dontést kezdeményezo eldterjesztésben
ismertetni kell.

Uj adatkezelési tevékenység bevezetése, meglévd adatkezelési tevékenység modositasa vagy
megszintetése kizardlag az adatkezelési tevékenység nyilvantartd lapon dokumentalt vezet6i
jovahagyast kovetden torténhet.

7.2.  Uj adatkezelési tevékenység bevezetése

Jogszabalyban elrendelt vagy az EBVK dontése alapjan 1étrehozandd, személyes adatokat kezeld, 1j
adatkezelés (nyilvantartas, informatikai alkalmazas stb.) bevezetése esetén (ideértve a meglévd
nyilvantartasi rendszer adatainak uj célu felhasznalasaval, vagy a meglévd nyilvantartasi rendszerbe U
tipusi adatok felvételével, vagy 0j feltételek [pl. tarolds, harmadik személynek tovabbitas stb.]
kialakitasaval jaré adatkezelési tevékenységet is) bevezetése soran az alabbi folyamat alkalmazasa
sziikséges.

7.2.1. Uj adatkezelés bevezetése

Uj adatkezelés bevezetése soran az adatkezelési tevékenységet végzd szervezeti egységnek az
Adatvédelmi Tisztviselovel egyiittmiikodve meg kell hatarozni:

e az adatkezelési tevékenység tervezett folyamatat;

e az EBVK adatkezelésben betoltott szerepét (adatkezeldként, mas adatkezeldvel egyiitt kozos
adatkezel6ként, adatfeldolgozoként végzi a miiveleteket);

e az adatkezelésért felelGs szervezeti egységnek és egyéb szervezeti egységeknek az adatkezeléssel
kapcsolatos feladatait, igy az adatok felvételének, médositasanak, torlésének rendjét;

e meglévé nyilvantartdsban szereplé 0j tipusu adatok felvétele, vagy a meglévé adatok uj céla
felhasznaldsa esetén meg kell hatarozni, hogy az 1uj adatkezelési cél Osszeegyeztethetd-e az
adatkezelés eredeti céljaval, és igy annak jogalapja szolgalhat-e a tervezett (j célu adatkezelés
jogalapjaul [GDPR 6. cikk (4) bek.];

e az adatkezelés Iényeges koriilményeit érinten:

o meg kell hatarozni az adatkezelés céljat, jogalapjat, szilkség szerint feltlintetve a jogalapot
alatdimasztd jogszabalyt, jogos érdeket, szerzddést, létfontossagu érdeket, a kezelendd
adatkategoriakat, a lehetséges érintettek kategoriait, valamint a személyes adatok megdrzési
idejét;

o vizsgalni kell, hogy a tervezett adatgyiijtés a célhoz kotott adatkezelés és az adattakarékossag
elvének megfelelo -e;

o meg Kkell hatarozni az adatkezelési tevékenység soran szilkséges adatszolgaltatasi
kotelezettségeket;

o meg kell jeldlni a nyilvantartasi rendszerb6l torténé adattovabbitas, az ahhoz valé hozzaférés
rendjét, azoknak a munkavallaloknak, egyéb cimzetteknek a korét, akik részére a kezelendo
személyes adatok tovabbithatok;

o vizsgélni kell, hogy torténik-e EGT térségen Kivilre adattovabbitas, ha igen, melyik orszagba,
milyen feltételekkel;

o vizsgalni kell az egyéb, az adatkezelés bevezetéséhez eldontendd feltételek teljesithetGségét,
fennallasat;

e az adatkezeléssel jar6 folyamatokra vonatkozd, és a gyakorlatban alkalmazott &ltalanos
adatbiztonsagi intézkedéseket, kiemelten a személyes adatok sértetlenségével, bizalmassaguk
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meglrzésével és az lzletmenet-folytonossadggal kapcsolatos kontrollokat (pl. valtozaskezelés,
rendelkezésre allas, jogosultsagkezelés, adatrejtd eljarasok, incidenskezelés tamogatasa);

e a beépitett adatvédelem elvének érvényesitésére alkalmazott technikai megoldasokat az
informatikai szakteriilet kozremiikodésével,

e az informatikai szakteriilet kozremiikodésével azt, hogy az adatkezelés minden fazisa soran
biztosithatd-e az események, valtozasok automatikus dokumentalasa (napl6zas), amennyiben ez
biztosithatd, ezek milyen szabalyrendszer alapjan keriiljenek alkalmazasra;

e amennyiben az adatkezelés soran az Erintett jognyilatkozatot tesz, ennek tarolasa visszakereshetd
forméban hogyan valésul meg;

e az adatkezelés automatizalt dontéshozatali modszerrel torténik-e, illetve profilalkotasi modszer
alkalmazéasara sor keriil-e (GDPR 22. cikk (1) bekezdés).

7.2.2. Az Adatvédelmi Tisztvisel6 feladata uj adatkezelés esetén:

Az U adatkezelés legfontosabb korilményeinek tisztazasat, valamint az 0j adatkezelés bevezetésének

jovahagyasat kovetden az Adatvédelmi Tisztviseld

e clOkésziti az adatkezelési tajékoztatokat, érdekmérlegelési tesztet, tovabba nyilvantartasba veszi az
Uj adatkezelési tevékenységet;

e el6késziti az érintett hozzajarulasan alapuld adatkezelés esetén a hozzajaruld nyilatkozat mintgjat,
szerz6dés teljesitése jogalap esetén a szerzdédésben rogzitendd, adatkezelésre vonatkozo
szakaszokat;

e felméri, hogy egyéb kapcsolédd nyomtatvanyon, tajékoztatd dokumentumban sziikséges-e az Uj
adatkezeléssel kapcsolatos tajékoztatd maddositasa, vagy az elkészilt tajékoztaté dokumentumok
kozzététele;

e gondoskodik arrdl, hogy az 0j adatkezelésrél készitett tajékoztatas az EBVK honlapjan vagy - ha az
Uj adatkezelési tevékenység bevezetése kizardlag az EBVK munkavallaloit érinti - a helyben
szokasos médon az EBVK kozzétegye;

e cgyedi esetben, sziikség szerint el6terjesztést tesz az EBVK vezetdjének arrol, hogy a személyes
adatok harmadik orszagba tovabbithatok-e.

Amennyiben az (j adatkezelés bevezetése elektronikus informéacids rendszert érint, az informatikai
szakteruletet is be kell vonni a folyamatba.

Az 1j adatkezelés bevezetésének igényét megfogalmazd szervezeti egység vezetdje az egyéb
szakteruletek bevonasardél sziikség szerint gondoskodik.

Az 1j adatkezelés feltételeinek kidolgozasaban érintett szakteriiletek és szervezeti egységek vezetoi
kotelesek egymassal és az Adatvédelmi Tisztviseldvel egylittmiikodni.

Az 1j adatkezelés bevezetésének koordinalasardl az Adatvédelmi Tisztviseld gondoskodik.
7.3.  Adatkezelési tevékenységek ellatasa (aktiv szakasz)
7.3.1. Az adatkezelésért felel6s szervezeti egység a feladatkorébe tartozé kérdésekben:

e képviseli az adatkezel6t az adatfeldolgozé felé vagy — k6z0s adatkezelés esetén — a tobbi adatkezel
felé (amennyiben relevans);
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o figyelemmel kiséri az adatkezelés feltételeinek folyamatos fennallasat (beleértve az adatkezelés
jogszerliségéhez sziikséges tajékoztatasok megadasat, nyilatkozatok beszerzését stb.) és sziikség
esetén megteszi vagy kezdeményezi az adatkezelés feltételeinek modositasa iranti intézkedéseket
(beleértve az Adatvédelmi Tisztviseld értesitését is);

e az adathordozok tekintetében koteles gondoskodni a fizikai védelmi mechanizmusok
alkalmazasarol (zarhat6 szekrényekben térolas, iratkezelési szabalyzatban meghatarozottak
kovetése, fizikai adathordozok védelme stb.)

e az elektronikus informaciés rendszerek hasznalata tekintetében koteles gondoskodni az
adatbiztonsagi intézkedések megtételérdl, tamogatasardl (kozremikodés a jogosultsagi rendszer
napra készen tartasaban, jelszépolitika érvényesitése stb.).

7.3.2. Az Adatvédelmi Tisztvisel6 feladatai az adatkezelési tevékenység aktiv szakaszaban:

e a hozzajarulason alapuld adatkezelések esetében ellendrzi, hogy az érintett az adatkezelési
hozzajarulasat szabalyosan adta-e meg (GDPR 7. cikk (1) bek.);

e gondoskodik arrdl, hogy legalabb az érintettel vald els6 kapcsolatfelvételkor az adatkezelési
tajékoztatd vagy annak online elérhet0sége az érintettek részére rendelkezésre alljon;

e rendszeres id6kozonként, de legalabb évente attekinti az adatvédelmi hatésvizsgalatban azonositott

kockazatok alakulasat, elvégzi az adatvédelmi hatasvizsgalatok utdellendrzését (GDPR 35. cikk
(11) bek.),

e az adatkezelés feltételeinek mddositasa esetén kapcsolatot tart az érintett szervezeti egysegekkel,
intézkedik az adatkezelési tevékenység nyilvantart6 lapjanak kitoltésére, tovabba a valtozasokat
rogziti az adatkezelési tevékenységek nyilvantartasaba.

7.3.3. Valtozas az adatkezelési tevékenységben az aktiv szakaszban

Amennyiben az adatkezelési tevékenyséeg aktiv szakaszaban sziikséges valamilyen adatkezelési feltétel
modositasa (pl. meglévd adatkezelés uj célja, ) adatkor, (1j megdrzési id0 miatt), az EBVK az
Adatvédelmi Tisztvisel6 koordinaciojaval ismételten megteszi a 7.3 pont szerinti intézkedéseket, és
azokat dokumentalja az adatkezelési tevékenység nyilvantarté lapon.

7.4.  Adatkezelés megszintetésével kapcsolatos feladatok

Amennyiben a kezelt adatokra a tovabbiakban nincs szilkség (az adatkezelési cél megvalosult, vagy
megsziint), vagy jogszabalyi valtozdsok miatt, illetve az adatvédelmi feliigyeleti hatdsadg vagy birdsag
dontése értelmében a személyes adatok kezelését meg kell sziintetni, az adatkezelést végzo szakteriilet
— az Adatvédelmi Tisztvisel6 az érintett szakteriiletek véleményének kikérése utdn — az adatkezelési
tevékenység nyilvantart6 lapon javaslatot tesz az EBVK vezetdjének:

e az adatkezelés egészének vagy egyes adatfajtak nyilvantartasanak megsziintetésére (ezzel egyiitt az
adatok archivalaséra vagy alnevesitésére a megérzési id6 leteltéig),

e nyilvantartasi rendszer egésze vagy egyes adatfajtak, illetve adatok térlésére, vagy anonimizalasara.

Adatkezelési tevékenység részleges vagy teljes megsziintetésekor az Adatvédelmi Tisztviseld

koordinalasaval az egyiittmiikodo szakterileteknek:

o fel kell mérni az adatkezelési tevékenység részleges vagy teljes megsziintetésével jaro
kovetkezményeket,
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e az Adatkezelési Tevékenységek Nyilvantartasabol az adatkezelést vagy az egyes adatfajtakat torolni
kell,

e az adatokat az informatikai rendszerekben archivalni, vagy alnevesiteni kell, illetve

e az informatikai rendszerekbdl torolni vagy anonimizalni kell, a papir alapt nyilvantartasban kezelt
adatokat pedig selejtezni kell,

® jogszabaly eltérd rendelkezése hianyaban értesitenie kell az érintetteket és mindazokat, akik az
anonimizalt vagy torolt adatokat korabban megkaptak.

8. Erdekmérlegelés
8.1.  Altalanos rendelkezések

Amennyiben az adatkezelési tevékenység végzése az EBVK, vagy harmadik fél jogos érdekére
alapozhat6 [GDPR 6. cikk (1) bekezdés f) pontja], az adatkezelési folyamat akkor és annyiban lesz
jogszerli, amennyiben az adatkezelés az adatkezel6 vagy egy harmadik fél jogos érdekeinek
érvényesitéséhez sziikséges, kivéve, ha ezen érdekekkel szemben elsébbséget élveznek az érintett olyan
érdekei vagy alapvet6 jogai és szabadsagai, amelyek személyes adatok védelmét teszik sziikségessé.

Az adatkezelés jogszerliségének vizsgalatahoz a tevékenység bevezetésekor az Adatvédelmi Tisztviseld
az érintett szakteriiletek aktiv kozremiikodésével elvégez egy erdekmerlegelési tesztet, mely soran az
adatkezelés céljanak sziikségességét és az érintettek jogainak és szabadsagainak aranyos mértékii
korlatozasat vizsgalja és irasban megfeleléen alatamasztja, Osszegzi. Minden egyes, jogos érdeken
alapulo6 adatkezelési tevékenységhez kilon érdekmeérlegelési tesztet kell elvégezni.

Az érdekmérlegelési teszt soran az EBVK azonositja jogos érdekét az adatkezeléshez, valamint a
stilyozas ellenpontjat képez6 érintett alapjogokat és érdekeket mérlegeli. Az egymassal ellentétes jogok
és érdekek sulyozasanak feltételét mindig az adott eset sajatos kérilményeire valo tekintettel vizsgalja.
Az EBVK a mérlegelés soran figyelembe veszi kiilondsen a kezelt, illetve kezelendd adat természetét
és szenzitiv jellegét, nyilvanossaganak mertékeét, az esetlegesen bekovetkezd szabalysértés sulyossagat
stb.

Az érdekmérlegelési teszt részeként a sziikségesség és aranyossag vizsgalatat is elvégzi az EBVK. A
kezelhet6 adatok jellege és mennyisége nem haladhatja meg a jogszerii érdekek érvényesitése céljabol
szlikséges mértéket. Az ardnyossag vizsgalata a célok és a megvalasztott eszkdzok kozotti kapcsolat
értékelését foglalja magaban. A valasztott eszkdzok a szlikségesség mértékét nem haladhatjak meg,
azonban az eszkdzoknek is alkalmasnak kell lennilik a meghatarozott cél elérésére.

Az érdekmérlegelés elvégzése alapjan az EBVK megallapitja, hogy kezelhet6-e a személyes adat.

A teszt 1ényegérol az érintettek tajékoztatast kapnak az adatkezelési tajékoztatoban, amelyben roviden
ismertetni kell, hogy az EBVK adatkezeléshez fiz6d6 jogos érdeke miért erGsebb az érintett jogainal,
illetve érdekeinél. Az EBVK tajékoztatja az érintetteket az alkalmazott adatvédelmi garanciakrol és az
adatkezelés elleni tiltakozas lehetdségeirdl.

8.2. Erdekmérlegelési teszt elkészitésének folyamata

AZ EBVK a tervezett adatkezelés megkezdése el6tt attekinti, hogy a célja elérése érdekében feltétleniil
szlikseéges-e személyes adat kezelése, megvizsgalja, hogy rendelkezésre allnak-e olyan alternativ
folyamatok, adatok, amelyek alkalmazasaval személyes adatok kezelése nélkiil megvaldsithatdé a
tervezett cél.
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Amennyiben a tervezett célhoz elengedhetetlen a személyes adatok kezelése, tovabba a GDPR 6. cikk
(1) bekezdés a)-e) pontjaiban emlitett adatkezelési jogalapok egyike sem alkamas az adatkezelés
megalapozdsahoz, az EBVK elvégzi az érdekmérlegelési tesztet, amelyben

e koriiltekintden és részletesen meghatarozza az adatkezeléssel 0sszefiiggd jogos érdekét;

e meghatarozza az adatkezelés l1ényeges kortlményeit (cél, kezelt adatok kore, adatkezelés folyamata
stb.);

e meghatarozza, hogy az adatkezelés az érintettek mely jogait és szabadsagait érinti, illetve mik
lehetnek az érdekeik az adott adatkezelés vonatkozasaban (példaul azok a szempontok, amelyeket az
érintettek felhozhatnanak az adatkezeléssel szemben);

e elvégzi a jogos érdekeinek és az érintettek alapjogainak, vélelmezett érdekeinek 0sszevetését, és ez
alapjan megallapitja, hogy a személyes adat kezelheték-e. AZ EBVK meghatarozza, hogy miért
aranyos az érintetti jogok korlatozasa, illetve az érinti varakozasoktol eltérés a jogos érdekeivel,
milyen érdeksérelemmel jarhat a jogkorlatozas hianya;

e meghatdrozza, hogy az informacids egyensuly hianya ellenére mely garanciak biztosithatjak az
érintett jogainak és szabadsagainak védelmét, valamint az érintett érdekeinek érvényesiilését.

Az érdekmérlegelési tesztet irasban kell elkésziteni, az 5. szama melléklet szerinti nyomtatvanyon.

9. Hatéasvizsgalat

Ha az adatkezelés valamely, kiilondsen j technoldgiakat alkalmazo tipusa valdsziniisithetéen magas
kockazattal jar a természetes személyek jogaira és szabadsagaira nézve, akkor az adatkezelést
megel6zéen adatvédelmi hatasvizsgalatot kell végezni. Olyan, egymassal hasonlo tipusu adatkezelési
milveletek, amelyek egymashoz hasonlo kockazatokat jelentenek, egyetlen adatvédelmi hatasvizsgalat
(a tovabbiakban: hatasvizsgalat) keretei kozott is értékelhetok.

A hatasvizsgalat elvégzésének sziikségességérdl az Adatvédelmi Tisztviseld allast foglal, és az érintett
szakteruletek bevonasaval elkésziti a hatasvizsgalatot. A hatasvizsgalat megéallapitasait irasban kell
régziteni.

Ha az Adatvédelmi Tisztviseld ugy itéli meg, hogy az adatkezelés nem jar magas kockazattal az
érintettek jogaira és szabadsagaira, ugy meg kell indokolnia és dokumentumokkal igazolnia a mellézés
okait. A bevezetend6 adatkezelés kizardlag a hatasvizsgalat elvégzését kovetden kezdhetd meg.

Adatvédelmi hatasvizsgalatot a GDPR 35. cikk (3) bekezdésében, illetve a NAIH Altal kozzétett
jegyzékben  (https://www.naih.hu/filessGDPR_35 4 lista_ HU_mod.pdf) szerepld tevékenységek
esetén kotelezo elvégezni.

A fenti eseteken tal minden olyan bevezetésre keriil6 — kulléndsen az Uj technoldgidkat alkalmazé —
adatkezelés esetén hatasvizsgalatot kell végezni, mely adatkezelés az érintettekre tekintettel jelentds
joghatassal bir/a természetes személyt jelentés mértékben érinti.

A hatésvizsgalat elvégzése sordn EBVK a NAIH honlapjan kozzétett szoftvert alkalmazza, a
hatasvizsgalatot abban végzi el (https://naih.hu/adatvedelmi-hatasvizsgalati-szoftver.html)

A hatasvizsgalat megallapitasait az adatkezelési tevékenység nyilvantartd lapjahoz hozza kell csatolni
¢s a hatasvizsgalatban tett megéllapitasoknak megfelelden kell kialakitani az adatkezelést.

A hatésvizsgélatot legaldbb évente felill kell vizsgalni, szlikség esetén Ujra el kell végezni.
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10.Adatbiztonsagi szabalyok
10.1. Fizikai védelem

A papir alapon kezelt személyes adatok biztonsaga érdekében az EBVK az aldbbi intézkedéseket
alkalmazza:

a dokumentumokat jol zarhat0, szaraz, tiizvédelmi és vagyonvédelmi szempontbdl biztositott,
lehet6leg zarhato helyiségben helyezi el;

e a folyamatos aktiv kezelésben 1évé iratokhoz csak az illetékesek férhetnek hozza, a folyamat
lezarasat kdvetden az iratokat irattarba kell helyezni;

e az EBVK adatkezelést végz6 munkatarsa a nap folyaman csak ugy hagyhatja el az olyan helyiséget,
ahol adatkezelés zajlik, hogy a ra bizott adathordozdkat, papir alapt adathordozoékat elzarja, vagy az
irodat bezarja, a kulcsot a vagyonérok részére leadja;

e amennyiben a papiralapon kezelt személyes adatok digitalizalasra keriilnek, a digitalisan tarolt
dokumentumokra iranyadé adatbiztonsagi szabalyokat alkalmazza az EBVK,

e a papir alapii dokumentumokat az iratkezelési szabalyoknak megfeleléen kezeli.

Amennyiben a papir alapon tarolt személyes adat kezelésének célja megvalosult, igy az EBVK vezetdje
az illetékes szakteriilet bevonasaval intézkedik az irat selejtezésérél és megsemmisitésérél. Az
adatkezelésért felel6s szervezeti egység a megsemmisitésben kozremilk6do szervezeti egység
bevonasaval allitja 6ssze a megsemmisitendd iratcsomagot. A megsemmisitésen az EBVK vezetdje altal
kijeldlt haromtagl megsemmisitési bizottsag vesz részt. A megsemmisitési bizottsag legalabb egy tagjat
az EBVK delegalja. A megsemmisitésrdl jelen szabalyzat 6. mellékletében 1évé nyomtatvanyt kell
kitolteni.

Amennyiben a személyes adatok adathordozéja nem papir, hanem mas fizikai eszkdz, ugy a fizikai
eszkd6z megsemmisitésére (ide nem értve az adattorlést) a papiralapi dokumentumokra vonatkozé
megsemmisitési szabalyok az iranyadoak.

AZ EBVK valamennyi adatkezelése tervezésekor, bevezetésekor vizsgalja az alkalmazandé fizikai
vedelmi intézkedeseket is.

10.2. Logikai védelem

A szamitdgépen, illetve informatikai hal6zaton tarolt személyes adatok biztonsaga érdekében az EBVK,

illetve az informatikai fejlesztésért és izemeltetésért felelds szervezet kiilon szabalyzatban rogziti:

e a fejlesztési folyamatai soran kotelezden alkalmazandd szempontrendszereit (beépitett adatvédelem
és informacidbiztonsag elveinek alkalmazasa),

e az informatikai eszkdzkezelés életciklusait,

e ajogosultsag, és hozzaférésmenedzsment folyamatait,

e a mentési és archivalasi rendjét,

e anaplozasi rendjét,

e a kiils6 adathordozdi védelmének rendjét,

e a kotelezéen alkalmazandé hatarvédelmi megoldasokat
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e az adattaroldk, szerverek biztonsaga (fizikai, logikai, adminisztrativ) céljabol alkalmazott egyéb
intézkedéseit.

Az EBVK valamennyi adatkezelése tervezésekor, bevezetésekor vizsgalja az alkalmazand6 logikai
védelmi intézkedéseket is.

10.3.  Alnevesités, anonimizalas

Az anonimizalas a személyes adatok olyan modon torténd kezelése, amelynek kovetkeztében tovabbi
informacidk felhasznalasa nélkil tébbé mar nem allapithaté meg, hogy a személyes adat mely konkrét
természetes személyre vonatkozik. llyen esetben tehat az adat elveszti személyes adat jellegét.
Amennyiben az adat az anonimizalas utan visszaallithat (az adat és a természetes személy kozotti
kapcsolat helyreallithato) az Adatkezelonél vagy az informatikai fejlesztésért és lizemeltetésért felelds
szervezetnél kozvetleniil rendelkezésre allo kulcs hasznalataval, nem tekinthetd ugy, hogy az adat
elvesztette személyes adat jellegét, ezért azok kezelésére az adatvédelmi szabalyok tovabbra is
érvényesek.

Amennyiben a személyes adatot egy vagy tobb algoritmus szerint képzett karaktersorral valtjak fel az
azonositas elfedéséhez, alnevesités torténik. Alnevesitett adatok tekintetében a feloldashoz (az
azonositas Ujboli elvégzésehez) sziikséges informaciot az EBVK logikailag elkilonilten tarolja,
valamint technikai és szervezési intézkedések megtételével biztositja, hogy azonositott vagy
azonosithato természetes személyekhez ezt a személyes adatot csak meghatarozott kérlilmények kozott
lehessen Ujra hozzakapcsolni. A fejlesztési, Uzemeltetési folyamatok sordn minden esetben vizsgalni
kell ennek a lehetéségét, és ha ez a lehetséges kockazatokkal aranyos koltség ellenében megvaldsithato,
alnevesitett tarolasi eljarast kell alkalmazni.

Az anonimizalt adatok kezelését az EBVK a statisztikai célra gylijtend6 adatok, az alnevesitett adatok
kezelését az informatikai fejlesztés, tesztelés, karbantartas alatt all6 rendszerek esetében a tesztadatok
tekintetében végzi.

Az EBVK valamennyi adatkezelése tervezésekor, bevezetésekor vizsgalja az anonimizélas és
alnevesités alkalmazasanak eseteit is.

10.4. Beépitett adatvédelem

Az informatikai fejlesztési, folyamatszervezési feladatok ellatdsa sordn mar a tervezési fazisban
torekedni kell az adatvédelem elveinek érvényesilésére. Ennek érdekében at kell gondolni, hogyan
val6sithat6 meg:

e aszemélyes adatok kezelésének adatkezelési célhoz igazodd, minimalisra csokkentése,

e aszemélyes adatok alnevesitése vagy anonimizalasa,

e aszemélyes adatok kezelésének és a kapcsolddé szervezeti funkciok atlathatésaga,

e atorlési kitelezettség maradéktalan teljesitése — lehet6leg az adatok alnevesitése altal, igy megel6zve
az alkalmazasban kezelt egyéb adatok rendelkezésre allasanak biztositasara vonatkoz6 kotelezettség
sériilését,

e aszemélyes adatok kezelésére hasznalt rendszerek és szolgaltatasok folyamatos bizalmas jellegének
biztositasa, integritasa, rendelkezésre allasa és ellenallé képessége,

e fizikai vagy miiszaki incidens esetén az arra vald képesség, hogy a személyes adatokhoz valo
hozzaférés és az adatok rendelkezésre allasa kell6 idoben visszaallithato legyen;
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e az adatkezelés biztonsdganak garantalasara hozott technikai és szervezési intézkedések
hatékonysaganak rendszeres tesztelése, felmérése ¢és értékelése rendszeres idékozonként
megtorténjen,

e a hozzaférési jog kozvetlen gyakorlasanak lehet6sége kialakitasra keruljon.

Az EBVK és az adatfeldolgoz6 intézkedéseket hoz annak biztositasara, hogy az iranyitasa alatt eljaro,
a személyes adatokhoz hozzaféréssel rendelkezd természetes személyek kizarolag az EBVK
utasitasanak megfelelden kezelhessék az adatokat.

Adatvédelmi incidens kezelése
10.5. Adatvédelmi incidens észlelése és jelentése

Az EBVK minden foglalkoztatottja — beleértve az egyéb jogviszonyban foglalkoztatott személyeket is
— koteles az EBVK tevékenysége soran bekdvetkezett (adatvédelmi) incidenst vagy annak gyanujat
haladéktalanul jelenteni az EBVK vezet6jének és az Adatvédelmi Tisztviselének. A bejelentést nem
szabad késlelteni informaciogytijtésre hivatkozassal.

Az adatvédelmi incidensre vonatkozd szabalyokat kell alkalmazni az EBVK tulajdonat képezd
informatikai eszkdzon (pl. adathordozén, mobiltelefonon, laptopon, egyéb szamitastechnikai eszkdzon)
kezelt személyes adatokra fuiggetlenil attol, hogy a munkavégzés helye az adatvédelmi incidens
észlelésének id6pontjdban hol van. Az adatvédelmi incidensre vonatkozO szabalyokat az EBVK
birtokaban 1év6 papiralapti adathordozon 1évé adatokra is alkalmazni kell.

A bejelentésnek tartalmaznia kell a bejelent6 nevét, telefonszamat, beosztasat, szervezeti egységének
megnevezését, valamint az incidens targyat, rovid leirasat és azt, hogy az incidens érinti-e az EBVK
valamelyik informatikai rendszerét. A bejelentés megtehet6 szabadszoveges formaban, vagy az Incidens
kivizsgald lap (7. melléklet) nyomtatvanyon. Telefonon tett bejelentés esetén a bejelentést kovetden a
bejelentnek ki kell toltenie a 7. melléklet szerinti nyomtatvanyt, és el kell juttatnia az Adatvédelmi
Tisztviselonek, aki a vizsgalat tovabbi szakaszaiban véglegesiti az Incidens kivizsgalo lap tartalmat.

Amennyiben az adatvédelmi incidens érinti az EBVK informatikai rendszerét is, akkor a bejelentést az

az adott informacids rendszer miikodtetéséért, fejlesztéséért felelds informatikai szakteriiletnek is meg
kell kiildeni.

Amennyiben a fentiek szerint megadand6 informéaciok valamelyike a bejelentésekor még nem all
rendelkezésre, a hidnyzo6 informaciokat késobb, a részletes kivizsgalas keretében kell régziteni.

A bejelentés Adatvédelmi Tisztvisel6hoz torténd beérkezését kovetden az Adatvédelmi Tisztviseld
haladéktalanul megkezdi az adatvédelmi incidens kivizsgalasat és értékelését.

10.6. Adatvédelmi incidens kivizsgalasa, értékelése

Az Adatvédelmi Tisztviseld6 — informatikai rendszert érintd incidens esetén az adott informacids
rendszer mikodtetéséért, fejlesztéséért felelds informatikai szakteriilettel egylittmiikodve -—
megvizsgalja a bejelentést, és amennyiben sziikséges, a bejelent6tdl tovabbi adatokat kér az incidensre
vonatkozdan. Az Adatvédelmi Tisztvisel§ felhivasira — amennyiben a szabadszavas, illetve a telefonos
bejelentésben vagy a 7. pont szerinti nyomtatvanyon nem szerepel — a bejelent6 koteles megadni:

e az adatvédelmi incidens bekovetkezésének idpontjat és helyét,

e az adatvédelmi incidens egyéb korilményeit,

e az adatvédelmi incidens altal érintett adatok korét, mennyiségét,
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e az adatvédelmi incidenssel érintett személyek korét és szamat,
e az adatvédelmi incidens varhaté hatésait,

e az adatvédelmi incidens megelzésére, kovetkezményeinek enyhitésére megtett intézkedések
felsorolasat.

A bejelent6 az adatszolgaltatast a felhivast kovetden haladéktalanul, de legkés6bb 8 déran bellil teljesiti
az Adatvédelmi Tisztviseld részére.

Amennyiben az adatvédelmi incidens értékelése vizsgalatot igényel, az Adatvédelmi Tisztvisel6 az adott
informacids rendszer miitkodtetéséért, fejlesztéséért felelés informatikai szakteriilettel, valamint egyéb,
a vizsgalat lefolytatasahoz sziikséges munkatarsak bevonasaval lefolytatja a vizsgalatot.

A vizsgalatnak tartalmaznia kell, hogy az adatvédelmi incidens magas kockazattal jar-e az érintettek
jogaira és kotelezettségeire, milyen jellegii kockazatrol van szé és sziikséges-e az érintettek tajékoztatasa
az incidensr6l. Amennyiben nem sziikséges az érintettek tajékoztatasa, a vizsgalatnak tartalmazni kell
ennek indokait is.

A vizsgalat eredményeként az Adatvédelmi Tisztviseld javaslatot tesz az EBVK vezetdjének és szilkség
szerint az informatikai lizemeltetését felelds szervezeti egységnek az incidenskezeléshez sziikséges
intézkedések megtételére.

A javaslat alapjan a megvaldsitandd, tovabbi intézkedésekrdl az adatok kezelését vagy feldolgozasat
végz6 szakteriilet véleményének figyelembevételével — informatikai rendszerben bekovetkezett
adatvédelmi incidens esetében az adott informacios rendszer lizemeltetéséért vagy fejlesztéséért felelos
informatikai szakteriilettel egylttmiikédve — az EBVK vezet6je dont.

A vizsgalatot legkésébb a bejelentés EBVK vezet6jéhez, illetve az Adatvédelmi Tisztvisel6hoz torténd
érkezésétdl szamitott 72 oran beliil be kell fejezni. Amennyiben ezen idGszak alatt az adatvédelmi
incidens korlilményei nem tarhatok fel teljes egésziikben, a vizsgalatot addig kell folytatni, amig a
vizsgalatot megnyugtatéan le lehet zarni. Az adatvédelmi incidens vizsgalatanak meghosszabbitasa
legfeljebb 30 napig tarthat.

10.7. Az adatvédelmi incidensek nyilvantartasa
Az adatvédelmi incidensekr6l az EBVK a 8. melléklet szerinti nyilvantartast vezet.

Az adatvédelmi incidensek nyilvantartasa tartalmazza:

° a bejelentd megnevezését

° az érintett személyes adatok korét,

° az adatvédelmi incidenssel érintettek korét és szamat,
° az adatvédelmi incidens id6pontjat,

° az adatvédelmi incidens korilményeit, hatasait,

° az elharitasara megtett intézkedéseket és

° egyéb jogszabalyban eldirt adatokat.

Az adatvédelmi incidensek nyilvantartasa pontos vezetésérdl, aktualizalasarol az EBVK vezetdje altal
kijelolt személy gondoskodik.
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10.8. Az adatvédelmi incidens bejelentése a NAIH részére

Az Adatvédelmi Tisztviselé az adatvédelmi incidenst az arrdl vald tudomasszerzést kdvetOen
haladéktalanul, de legkés6bb az adatvédelmi incidens bekdvetkezésétdl szamitott 72 6ran beliil bejelenti
a NAIH részére, kivéve, ha az adatvédelmi incidens valdsziniisithetéen nem jar magas kockazattal a
természetes személyek jogaira és szabadsagaira nézve. Az adatvédelmi incidens bejelentése szakaszosan
is torténhet.

Ha az adatvédelmi incidens bejelentése nem torténik meg hataridében, az Adatvédelmi Tisztviseld
koteles ennek okt igazolni a NAIH részére.

A NAIH-nak torténé bejelentésnek tartalmaznia kell:

° az adatvédelmi incidenssel érintett adatok korét és hozzavetdleges szamat,

° az adatvédelmi incidenssel érintett személyek korét és hozzavetbleges szamat,
° az adatvédelmi incidens jellegét, kérilményeit,

° az Adatvédelmi Tisztviseld nevét és elérhetoségét,

° az adatvédelmi incidens valoszinisitheté kovetkezményeit és

° az adatvédelmi incidens orvoslasara és enyhitésére megtett intézkedéseket.
10.9. Az érintettek tajékoztatasa az adatvédelmi incidensrol

Ha a vizsgalat eredményeként megallapitast nyert, hogy az adatvédelmi incidens valdsziniisithetéen
magas kockazattal jar a természetes személyek jogaira €s szabadsdgdra nézve és az érintettek
tajékoztatasa szilkséges, az Adatvédelmi Tisztvisel6 az EBVK vezetdjének jovahagyasaval
haladéktalanul értesiti az érintetteket.

Nem kell az érintetteket tajékoztatni:

° ha az EBVK olyan technikai, szervezési, védelmi intézkedéseket hajtott végre az érintett adatokra
vonatkozdan, amelyek megakadalyozzak az illetéktelen személyek szdmara vald hozzaférést az
adatokhoz vagy megakadalyozzak az adatok értelmezhet6ségét;

) ha az adatvédelmi incidens bekovetkezését kovetéen az EBVK olyan intézkedéseket tett, amelyek
biztositjak, hogy a feltart adatkezelési kockazatbol eredd hatrdnyos kovetkezmények az
érintettekre nézve valdsziniisithetéen nem valdsulnak meg;

° ha a tdjékoztatas ardnytalan erdfeszitést tenne sziikségessé€. Ebben az esetben az érintetteket
nyilvanosan kozzétett informaciok atjan kell tajékoztatni, mely tajékoztatas elektronikus Gton,
vagy a Fenntartd bevonasaval sajt6 (tjan is megtorténhet.

11.Az érintettek jogainak érvényesitése

Az EBVK Kkoteles gondoskodni az érintetti jogok gyakorlasanak biztositasarol. Az érintetti jogok
gyakorlasanak teljesitési hatarideje a kérelem, kérés beérkezését koveto legfeljebb egy honap. Indokolt
esetben ez a hataridé tovabbi két honappal meghosszabbithatd, amelyrél az érintettet a hataridd
meghosszabbitasanak indokat tartalmazo értesitésben tajékoztatni kell.

Az érintetti jogok gyakorlasara irasbeli bejelentést kovetéen van lehetdség az EBVK hivatalos
elektronikus elérhetdségein (az egressykonyvtar@gmail.com vagy az 1. pontban jeldlt elérhetdségen).
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Az EBVK Adatvédelmi Tisztviseldje a hozza beérkezett kérelemrdl, illetve az adatkezelés elleni
tiltakozasrol koteles a beérkezéstél szamitott 10 napon beliil értesiteni az adatkezelés szempontjabol
feladat- és hataskorrel rendelkezé szervezeti egység vezet6jét, és részére megkiildeni szakmai
allaspontjat a kérelem teljesithetéségérol, a teljesités modjarol.

A feladat- és hataskorrel rendelkez6 szervezeti egység vezetdje véleményegyezdség hidnyaban egyeztet
az Adatvédelmi Tisztvisel6vel, majd a kozosen kialakitott allaspontjuk alapjan az Adatvédelmi
Tisztviseld elokésziti az érkezésétél szamitott legkésébb 25 napon beliill az Erintett részére
kiadmanyozando, kozérthetd irasbeli valaszat. A vélasztervezetet kiadmanyozas el6tt az Adatvédelmi
Tisztvisel6 egyezteti az EBVK vezetdjével, aki kiadmanyozza az iratot.

11.1. Téjékoztatashoz val6 jog (GDPR 13. és 14. cikk)

Az Adatkezel6 tomdr, érthetd és konnyen hozzaférhet6é formaban koteles tajékoztatni az érintettet az
adatkezelés tényérol, céljarol, jogalapjarol és koriilményeir6l a GDPR 13-14. cikkében meghatarozottak
szerint.

Az EBVK a tajékoztatasi kotelezettségének elsé sorban honlapjan kozzétett adatkezelési tajékoztatok
utjan tesz eleget. Az EBVK az adatfelvételkor, elsé kapcsolatfelvételkor haladéktalanul, az adatok
harmadik félt6l valé megszerzése esetén az attol szamitott legfeljebb 30 napon beliil tajékoztatja az
érintetteket az adatkezelés koriilményeir6l. EBVK a honlapjan kézzétett adatkezelési tajékoztatdin kiviil
mas formaban nem tajékoztatja az érintetteket az adatkezelés lényeges koriilményeir6l, ha az
adatkezelést kifejezetten eldirja az adatkezeldre alkalmazandd unids vagy tagallami jog.

Az adatkezelési tajekoztatd legalabb az alabbi informéaciokat tartalmazza:
° tajékoztatdst az Adatkezel6  kilétérél, elérhetGségeir6l, Adatvédelmi Tisztvisel6je
elérhetéségeirdl,

) tdjékoztatast az adatkezelés céljarol, jogalapjarol, az adatkezelé vagy harmadik fél jogalapot
teremtd jogos érdekeirdl,

° tajékoztatast a személyes adatok cimzettjeirdl, illetve a cimzettek kategoriairol, EGT orszagon
kiviili adattovabbitas esetén annak koriilményeirdl,

) tadjékoztatast az adatmegdrzésre kitlizott id6tartamrol,
° tajékoztatast az érintetti joggyakorlasi lehetdségekrol, jogorvoslati lehetéségekrdl, hozzajarulas

visszavonasanak korlatlan lehet6ségérol,

° tajékoztatast arrol, hogy milyen jogi kotelezettségen alapul az adatkezelés, vagy szerzddés
feltétele-e, adatkezelés hianyanak kovetkezményei e két esetben,

° tajékoztatast arrél, hogy automatizalt dontéshozatalt, profilalkotast végez-e az adatkezeld, ha
igen, ennek koriilményeirdl.

11.2. Hozzaférési jog (GDPR 15. cikk)

Az érintett jogosult az EBVK-t6] informaciot kérni arra vonatkozoan, hogy vele kapcsolatban végez-e
adatkezelési tevékenységet.

Hozzaférési jog gyakorlasa esetén az érintett minden esetben legalabb a természetes személyazonositd
adatainak megadasara koteles, valamint rendelkeznie kell arrdl, hogy milyen csatornan kivanja a
hozzéaférési joga gyakorlaséra kapott valasziratot kézhez venni. Az EBVK kizérélag a megadott adatok
alapjan végzi el keresését, és annak eredményérdl tajékoztatja az érintettet.
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Ammenyiben az EBVK végez az érintettel kapcsolatban adatkezelési tevékenyseget, az érintettnek
lehetdsége van a réla, illetve vele dsszefliggésben kezelt informaciokhoz valé hozzéaféréshez, valamint
amennyiben tagallami torvény nem rendelkezik eltéréen, kérése nem lehetetlen, vagy nem érinti
hatranyosan masok jogait és szabadsagait, jogosult az EBVK kezelésében 1évé adatairol elektronikus
vagy egyéb formatumui masolatot kérni, ami évente egyszer téritésmentes. Amennyiben az érintett
tovabbi masolatokat igényelne, az EBVK jogosult az indokolt koltségek fedezésére téritési dijat
felszamitani.

Az Adatvédelmi tisztvisel a szervezeti egységek vezet6itél informaciot kér, hogy az altaluk kezelt
nyilvantartasokban az érintett altal megadott adatok, illetve kért informaciok fellelhetdek-e. Ha van
folyamatban adatkezelési tevékenység az érintettre vonatkozdan, a szervezeti egységek vezetdje az
adatbekéré nyomtatvany kitoltésével, 5 munkanapon beliil tajékoztatja az Adatvédelmi Tisztvisel6t, és
szlikség esetén csatolja az adatokrol készitett elektronikus masolatot is.

11.3.  Helyesbitéshez val6 jog (GDPR 16. cikk)

A valosagnak nem megfelel6 adatot az EBVK — amennyiben a sziikséges adatok és az azokat bizonyit6
okiratok rendelkezésre allnak — helyesbiti, illetve a GDPR. 17. cikkében meghatarozott okok fennallasa
esetén torli. Nem gyakorolhat6 ez az érintetti jog azokra a személyes adatokra, amelyekre ezt jogszabaly
kizarja (pl. beadvany hitelességének megdrzése).

Barmely érintett kérheti az Adatkezel6tél a ra vonatkozd adatainak modositasat (javitasat vagy
kiegészitését). Az érintett kérelmére a helyesbitésrél haladéktalanul intézkedni kell, amelynek
megtorténtérol az érintett altal megadott elérhetdségre tajékoztatast kell kiildeni.

Helyesbitési jog gyakorlasa esetén az Adatvédelmi Tisztviseld lefolytatj a hozzaférési jog gyakorlasanal
ismertett eljarast, felméri a kapcsolodod nyilvantartasokat, megvizsgalja a kérelem teljesithetdségének
feltételeit. Amennyiben az igény teljesithetd, jelzi a nyilvantartist kezel szakteriilet részére a
helyeshités végrehajthatosagat. A szervezeti egységek legfeljebb 3 munkanapon belil kételes
gondoskodni a helyeshités dokumentalt végrehajtasaral.

11.4. Torléshez val6 jog (GDPR 17. cikk)

A személyes adatot torolni kell, ha

° az adatkezelés jogellenes, igy kilondsen, ha az adatkezelés az 4. pont szerinti alapelvekkel
ellentétes, vagy

° az adatkezelés célja teljesiilt vagy megsziint, vagy az adatok tovabbi kezelése mar nem sziikséges
az adatkezelés céljanak megvalo6sulasahoz, vagy

° az adatkezelés torvényben, nemzetkozi szerzodésben vagy az Eurdpai Unid kotelezd jogi
aktusédban meghatarozott id6tartama eltelt, vagy

° az adatkezelés jogalapja megsziint és az adatok kezelésének nincs masik jogalapja,

° az érintett az adatkezeléshez adott hozzajarulasat visszavonja vagy a személyes adatainak torlését
kérelmezi;

° az adatok torlését jogszabaly, az Eurdpai Unié jogi aktusa, a hat6sag vagy a birdsag elrendelte.

A személyes adatok nem tdrdlhet6k a GDPR 17. cikkében vagy jogszabalyban meghatarozott feltételek
fennallasa esetén (pl. ha azok a véleménynyilvanitas szabadsagahoz és a tajékozodashoz vald jog
gyakorlasa céljabol, jogi igények -elGterjesztéséhez, érvényesitéséhez, illetve védelméhez, vagy
kozérdekt archivalas céljabol sziikségesek).
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Torlési kérelem esetén az Adatvédelmi Tisztviseld felméri a vonatkozo adatkezeléseket, és megvizsgalja
a kérelem teljesithet6ségének feltételeit. Amennyiben a torlés teljesithetd, jelzi a szakrendszert kezeld
szakterlilet vezet6jének, aki koteles legfeljebb 3 munkanapon beliil intézkedni a torlés dokumentalt
végrehajtasarol.

11.5. Az adatkezelés korlatozasahoz val6 jog (GDPR 18. cikk)

Az érintett jogosult arra, hogy kérésére az EBVK korlatozza az adatkezelést, amennyiben az alabbi
feltételek valamelyike all fenn:

° az érintett vitatja a személyes adatok pontossagat,

° az adatkezelés jogellenes és az érintett ellenzi az adatok torlését, ehelyett kéri azok
felhasznalasanak korlatozasat,

° az EBVK-nek mar nincs szilksége a személyes adatokra az adatkezelés céljabol, azonban az
érintett igényli azokat jogi igények eléterjesztéséhez, érvényesitéséhez vagy védelméhez,

° az érintett tiltakozik az adatkezelés ellen, ez esetben a korlatozas arra az id6tartamra vonatkozik,
amig megallapitasra nem keriil, hogy EBVK jogos indokai elsdbbséget élveznek-e az érintett
jogos indokaival szemben.

A korlatozott kezelésii személyes adatokkal csak az érintett hozzajarulasaval, jogi igények
clterjesztéséhez, érvényesitéséhez vagy védelméhez, vagy mas természetes vagy jogi személy jogainak
vedelme érdekében, vagy az Eurdpai Unio, illetve valamely tagallam altal meghatarozott fontos
kozérdekbdl végezheto a tarolason kiviil egyéb adatkezelési miivelet.

A személyes adat kezelése korlatozasanak kérése esetén az Adatvédelmi Tisztviseld felméri az érintett
adatkezeléseket, ¢s megvizsgalja a kérelem teljesithetdségének feltételeit. Amennyiben az igény
teljesithetd, jelzi a nyilvantartast kezeld szakteriilet vezetdje részére, hogy a személyes adattal az
ismételt értesitésig a taroldson kiviil egyéb adatkezelési miivelet nem végezhetd. Abban az esetben, ha
az adatkezelés korlatozasanak iddtartama vélhetden meghaladja a személyes adat megdrzésére kijelolt
id6t, kiilon figyelmet kell forditani arra, hogy a korlatozas ald esé személyes adatokat az azt kezeld
rendszer automatikusan ne torélje vagy anonimizalja, papir alapt adatkezelés esetén az adathordozé
selejtezésere ne ker(iljon sor addig, amig az adatkezelés korlatozasanak id6tartama el nem telik.

A személyes adatok korlatozasaval kapcsolatos vizsgalatot (ideértve a jogi igények érvényesitéséhez
vagy védelméhez sziikséges birdsagi eljaras lefolytatasat is) kovetden az Adatvédelmi tisztviseld értesiti
a kapcsolodo nyilvantartast kezeld szervezeti egység vezetdjét a korlatozas feloldasarodl, és a korlatozas
alol feloldott személyes adat tovabbi kezelésérol vagy torlésérol.

A korlatozas ald esO személyes adatot tartalmazd nyilvantartast kezel szervezeti egység vezetdje
haladéktalanul, legfelejebb 1 munkanapon belil gondoskodik az adatkezelés korlatozasanak
dokumentalt végrehajtasarol. Az Adatvédelmi Tisztviseld értesitését kovetoen legfeljebb 3 munkanapon
belll el kell végezni a személyes adat korlatozas aldli feloldasat és — ha az értesités ezt tartalmazza —
torlését.

11.6. Adathordozhat6saghoz valé jog (GDPR 20. cikk)

Ha az adatkezelés az érintett hozzajarulasan alapul, vagy szerzddés kotéséhez, illetve teljesitéséhez
szlikseéges, és az adatkezelés automatizalt modon torténik, az érintett jogosult arra, hogy a ré vonatkozo,
altala az Adatkezel6 rendelkezésére bocsatott személyes adatokat tagolt, széles kdrben hasznalt, géppel

olvashat6 formaban megkapja, tovabba jogosult arra, hogy kérésére az EBVK ezeket az adatokat egy
masik adatkezelOnek tovabbitsa.

26/38



P T ™
g/ »’h L?;J ] %"
= 2 & 3700 Kazincbarcika
S -7/ , Rakoczi tér 9.

Adathordozasi kérés esetén az Adatvédelmi Tisztviselo felméri az érintett adatkezeléseket, és
megvizsgalja a kérelem teljesithetdségének feltételeit. Amennyiben az igény teljesithetd, jelzi a
hordozni kért személyes adatot tartalmazé informatikai rendszer lizemeltetéséért felelds szervezeti
egység részére az elektronikus masolat elkészitésének igényét. Az érintett szamara atadando, hordozhat6
masolatot legfeljebb 15 munkanapon belil kell elkésziteni.

11.7. Tiltakozashoz valé jog (GDPR 21. cikk)

Az érintett tiltakozhat személyes adatanak kezelése ellen,

° ha a személyes adatok kezelése vagy tovabbitasa kdzérdekii feladatellatashoz kapcsolodo, vagy
kdzhatalmi jogosultsagok érvényesitéséhez szilkséges jogalapon vagy

° az EBVK vagy harmadik személy jogos érdekének eérvényesitéséhez sziikséges jogalapon
torténik; vagy

° ha a személyes adat felhasznalasa vagy tovabbitasa kdzvetlen lizletszerzés, kdzvélemény-kutatas
vagy tudomanyos kutatas céljara torténik; valamint

) térvényben meghatéarozott egyéb esetben.

Az Adatvédelmi Tisztviselé az adatkezelés elleni tiltakozast a kérelem benyujtasatol szamitott
legrovidebb id6n beliil, de legfeljebb 15 napon beliil megvizsgalja, annak megalapozottsaga kérdésében
dontést hoz, és dontésérdl a kérelmez6t irasban tajékoztatja.

Ha az Adatvédelmi Tisztvisel6 az érintett tiltakozasanak megalapozottsagat megallapitja, haladéktalanul
értesiti az illetékes szervezeti egység vezetdjét, hogy intézkedjen az adott érintett vonatkozasaban az
adatkezelés — beleértve a tovabbi adatfelvételt és adattovabbitast is — megsziintetésérdl, tovabba értesitse
az 0sszes olyan cimzettet, akinek részére a tiltakozassal érintett személyes adatot korabban tovabbitotta.

12.Adattovabbitasok, adatfeldolgozdi es kozos adatkezeléi jogviszony
kezelése

Az EBVK minden szerz6déskotés elott megallapitja a masik szerz6do fél statuszat (adatkezeld, kozds
adatkezel6 vagy adatfeldolgozo.

Ha személyes adatokat is megismer a szerzddo fél a szerzddés teljesitése soran, akkor vagy

° 0nall6 adatkezelok kozotti adattovabbitasrol,
° adatfeldolgozéi, vagy
° kozo6s adatkezel6i jogviszonyrdl van szo.

Az 5. fejezetben meghatarozott felelés megvizsgalja, hogy sziikség van-e kiilon adatfeldolgozoi vagy
kdzos adatkezelési megallapodas megkotésére, vagy a meglévo szerzdés kiegészitésére, modositasara.
Amennyiben a Szervezet kozos adatkezeldi jogviszonyt létesit egy vagy tobb partnerrel, kozds
adatkezel6i megallapodast kell kotni, amely megfelel a GDPR 26. cikk feltételeinek.

Meg kell vizsgéalni tovdbba, hogy személyes adat harmadik orszagba torténd tovabbitasanak
szlikségessége felmerlil-e, ideértve harmadik orszagbeli adatfeldolgoz6 igénybevételét is.

Adatfeldolgozo igénybevétele esetén lehetOség szerint 2. mellékletben szereplé Adatfeldolgozoi
megallapodas iratmintat kell alkalmazni.
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13.Zaré6 rendelkezések

Jelen szabalyzattal érintett munkavallaloknak a szabélyzat rendelkezéseit meg kell ismernilik és annak
tényét az alairdiven igazolniuk kell.

A jelen szabalyzat 2025. ..... napjan Iép hatalyba.

Jelen szabalyzat rendelkezéseit alkalmazni kell a hatalybalépésekor mar folyamatban 1évé adatkezelési
tevékenységekre, érintetti joggyakorlasokra és incidenskezelési folyamatra is.

Budapest, 2025.
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1. melléklet: Szerzodésekben hasznalandé adatvédelmi, titoktartdsi, kapcsolattartasi
klauzulak

ADATVEDELEM

[kitoltendd] jelen szerzOdésben személyes adatok kezelésével is jaro szakértéi feladatok ellatasara
vallalt kotelezettséget, amely feladatok végrehajtdsa soran adatfeldolgozoként adatkezelési
tevékenységet végez jelen [kitdltendd] részére a Szerzddés [kitdltendd]. mellékletében meghatarozott
feltételeknek megfeleléen. Az adatfeldolgozoi megallapodas a Szerz6dés elvalaszthatatlan része.

TITOKTARTAS

Jelen [kitoltendd] fejezetben foglalt titoktartasi rendelkezések alkalmazasat jogszabaly kizarhatja,
korlatozhatja. A Szerz6dés megsziinése nem érinti a Felek titoktartasi kitelezettségét.

A Szerzodés alairasaval Felek feltétlen és visszavonhatatlan kotelezettséget vallalnak arra, hogy a
Szerz6dés végrehajtasa soran tudomasukra jutott minden adatot, informaciot idébeli korlatozas nélkiil,
a 2018. évi LIV. torvénynek megfelelden, kiillon mindsitési eljaras nélkiil is tizleti titokként kezelnek.
Felek az atadott mindennemti informaciét kizarolag a Szerz6dés keretei kdz6tt hasznalhatjak, kizarolag
azoknak a szintén titoktartasi kotelezettség hatalya alatt all6 személyeknek hozhatjak tudomasara,
akiknek azt a Szerz6désben meghatarozott célok elérése érdekében tudniuk kell. Felek az informaciot
ugyanolyan gondossaggal kotelesek kezelni, mint amellyel a hasonlé informéacidk titkossagat és
bizalmas jellegét sajat szervezetiikon belll védik. Az Uzleti titok az atadd fél tulajdondban marad és a
fogado félnek torténd atadas (tudomasra hozas) csak korlatozott engedélyt ad Feleknek, vagy barmely
veliik a Szerzédéssel kapcsolatban jogviszonyban all6 harmadik személynek a fenti informacio
felhasznalasara.

Felek rogzitik, hogy a titoktartasi kotelezettség megsértését sulyos szerzddésszegésnek tekintik. Ilyen
esetekben Felek azonnali hatallyal jogosult a Szerz6dés megsziintetésére.

KAPCSOLATTARTO SZEMELYEK

A Felek a Szerzddés teljesitéséhez sziikséges kapcsolattartas céljabol a szerz6déskotéssel egyidejlileg
kotelesek az illetékes képviseldiket kijelolni a [kitltendd] mellékletként csatolt nyilatkozat kitoltésevel
és érintetti nyilatkozatok beszerzésével. A Felek kotelesek a sajat Kapcsolattartdik személyes adataban
bekovetkezetett valtozasrdl a masik Felet haladéktalanul tajékoztatni, Uj kapcsolattartd kijel6lésekor a
nyilatkozatot az érintettel ismertetni, Kitoltve a masik Fél rendelkezésére bocsatani. A Felek kotelesek a
masik  fél  Kapcsolattartojanak  személyes adatdt  véglegesen és  helyreéllithatatlanul
torélni/megsemmisiteni, amennyiben az azok kezelésére vonatkozé jogalap és/vagy az adatkezelési cél
megsziinik.

A Felek rogzitik, hogy egymas kozott minden nyilatkozatot elektronikus Gton (emailben), irasban,
sziikség szerint tértivevényes levélben kell megkiildeni, amely akkor tekinthetd jogszeriien
kézbesitettnek, ha azt a képviseletre jogosult vagy a kapcsolattarté személyek részére a mellékletben
megjeldlt email cimre, vagy postai cimre kézbesitették. Az értesités akkor valik hatalyossa, amikor azt
a cimzett igazoltan atvette. Az e-mail utjan torténd kézbesités esetén a nyilatkozat vagy értesités akkor
valik joghatalyossa, amikor a cimzett azt igazoltan kézhez vette, arr6l automatikus, vagy kifejezett
visszaigazolas érkezett.
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Kapcsolattartok megjeltlése és adatkezelési tajékoztatd
EBVK részérol biztositott kapcsolattartok nyilatkozata

Ertesitések fogadéaséra és kiildésére jogosult személy(ek)

e név: [Kitoltend 6]
e email cim: [kit6ltendd]
e telefonszam: [kit6ltend ]

e betdltdtt pozicio: [kitoltendd)

Megértettem, hogy jelen [kitoltendd] szerzédés kapesan [kitoltendd] szakértoként, a Felek kozott
létrejott jognyilatkozatok és egyéb dokumentumok, utasitasok érvényességének sziikség szerinti
igazolasahoz, az ezzel kapcsolatos esetleges jogérvényesités megvalosithatésagahoz, a
kapcsolatfelvételhez és kapcsolattartashoz, tovabba a szerz6déssel kapcsolatos altalanos
adminisztraciok elvégzéséhez személyes adataim [kit6ltend6], mint Adatkezeld adatkezelésébe
kertlnek.

[kitoltendd] jogaimat ismertette, Adatkezelé adatkezeléssel kapcsolatos tajékoztatojat [hivatkozas
annak elérhet6ségére, vagy adatkezelés lényeges korllményeinek ismertetése] megismertem, a
benne foglaltakat megértettem, és elfogadom.

Kelt: Budapest, [kitdltendd]

XY
[kitoltend6] részérol biztositott kapcsolattartok

Ertesités fogadasara és kiildésére jogosult személyek

® név: [Kitoltendd)
e email cim: [kit6ltendd]
e telefonszam: [kitoltendd]

e betoltott pozicio: [kit6ltendd]

Megértettem, hogy jelen [kitdltendd] szerzodés kapcsan kapcsolattartoként, a Felek kozott 1étrejott
jognyilatkozatok és egyéb dokumentumok, utasitdsok érvényességének sziikség szerinti
igazolasahoz, az ezzel kapcsolatos esetleges jogérvényesités megvaldsithatésagahoz, a
kapcsolatfelvételnez és kapcsolattartdshoz, tovabba a szerzddéssel kapcsolatos altalanos
adminisztraciok elvégzéséhez személyes adataim [kit6ltend6], mint Adatkezeld adatkezelésébe
keriilnek a felelosségre vonhatdsag eléviilésének idejéig, de legfeljebb a szerzodés teljesiilését
kovetd 5 évig. Adataim nem keriilnek tovabbitasra harmadik fél részére.
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Adatkezel6 adatkezeléssel kapcsolatos tajékoztatdjat megismertem, a benne foglaltakat megértettem, és
elfogadom.

Kelt: Budapest, [kitdltendd]
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2. melléklet: Adatfeldolgozoi szerz6dés minta
Adatfeldolgoz6i megéllapodas
mely létrejott

[Kitoltendo] (székhely:[kitdltendd]; adoszam:[kitdltendd];képviseli:[kitoltendd]) mint Megbizo és
Adatkezel6 (tovabbiakban: [kitoltendd] vagy Adatkezeld), és

[Kitoltendo ] (székhely: [kitdltendd], adoszam: [kitdltendd], mint megbizo, képviseli: [Kkitdltendd]) mint
[kitoltendd] és Adatfeldolgozo (tovabbiakban: [kitdltendd] vagy Adatfeldolgozo),

egyiittesen Felek kozott az alabbiakban meghatarozott helyen, idében és tartalommal.
1. Adatkezelési tevékenység leirasa, érintett adatok kére

[ Szerzédéses tevékenység leirdsa]

Adatfeldolgoz6 feladata:

[kitoltendd]

[kitoltendd]

[kitoltendd]
2. A Felek jogai és kotelezettségei

2.1 Adatfeldolgozdé az 1. pontban meghatarozott adatfeldolgozasi tevékenység ellatasara vallal
kotelezettséget. Az adatfeldolgozasi tevékenység elvégzéséért killon dijazas Adatfeldolgozét nem illeti
meg.

2.2 Adatfeldolgozé az adatokkal kapcsolatos érdemi dontést nem hozhat, kizardlag az Adatkezel6 altal
a jelen megallapodasban meghatarozottak szerinti feladatok elvégzésére jogosult és a tudoméaséra jutott
személyes adatokat kizarolag az Adatkezeld irasbeli utasitdsai szerint kezelheti. Adatfeldolgozo a
feladatellatasa soran az Adatkezeld nevében és annak megbizasabol, tovabba rendelkezésének
megfelelden (utasitasi jog) végzi a tevékenységét. Adatkezeld nevében utasitasi jogkorrel rendelkezd
személy az EBVK vezetdje, valamint a szerzddésben kapcsolattartoként megjeldlt személy. irasbeli
utasitast az Adatfeldolgozd 1. pontba megjeldlt elérhetdségére koteles cimezni Adatkezeld.

2.3 Feladata ellatdsa céljabol Adatkezelé [adatmegosztas moddja kitoltendd] megosztja
Adatfeldolgozéval az lzleti titkot és személyes adatot is tartalmaz6 allomanyt. Az atadott adatokat
Adatfeldolgoz6 nem jogosult tovabbitani, megosztani tovabbi cimzettekkel, [ide nem értve az 1.2
pontban meghatarozott célbol igénybe veendd tovabbi adatfeldolgozot és adattovabbitast], adatok
bizalmassadganak megoérzéséért jelen megallapodas hatalyatol fiiggetlen, idében korlatlan titoktartasi
kotelezettség terheli. Az adatokkal kizarélag az 1.2 pontban meghatarozott miveletek elvégzésére
jogosult.

2.4 Adatfeldolgozé tudomasul veszi, hogy amennyiben az Eurdpai Unié 2016/679 rendeletének (a
tovabbiakban: GDPR) rendelkezéseit sértve maga hatadrozza meg az adatkezelés céljait és eszkozeit,
akkor 6t az adott adatkezelés tekintetében adatkezelonek kell tekinteni, és teljes kortien viselni koteles
az adatkezel i mindséggel kapcsolatos jogokat és kotelezettsegeket, jelen megallapodas megszegésének
jogi kovetkezményeit.

2.5 Adatkezel6 kizarolag a mellékletben megjeldlt tovabbi adatfeldolgozo igénybevételére jogositja az
Adatfeldolgozét. Adatfeldolgozé részére az 1.2 pontban meghatarozott adatkdrben, és adatkezelési
célbol, adatkezelési miiveletek elvégzésére tovabbithatd adat.
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2.6 Adatfeldolgoz6 koteles a személyes adatokat érinté barmely incidensrdl (kiilondsen a kezelt
személyes adatokhoz vald illetéktelen hozzaférésr6l, a jogosulatlan megvaltoztatasrél vagy a
hozzaférhetetlenné valasrol) a tudomasszerzését kovetden haladéktalanul (legkésobb 8 oran beliil)
irasban tajékoztatni (adatvédelmi kérdésekben alkalmazott elérhetéségére kiildott elektronikus levél
formajaban) Adatkezel6t annak érdekében, hogy a GDPR-ban meghatarozott — incidensek kezelésével
jard — kotelezettségeit teljesiteni tudja, tovabba koteles Adatkezel6t segiteni az esetleges adatvédelmi
vizsgalat lefolytatasaval dsszefiiggd feladatai ellatasaban.

2.7 Az adatfeldolgozasi tevékenység soran Adatfeldolgozd megfelelé technikai és szervezési
intézkedések Utjan garantalja a kezelt személyes adatok biztonsagat, azok bizalmas jellegének
biztositasat, valamint integritasat és rendelkezésre allaséat. Adatfeldolgoz6 kiillondsen az alabbi technikai
¢és szervezési intézkedéseket hajtja végre annak érdekében, hogy a megfeleld szintii adatbiztonsagot
garantalja:

e biztositja, hogy a nevében eljard személyek titoktartasi kotelezettség hatalya alatt alljanak;
e [kitoltendd]
e [kitoltendd]

e [Kitdltendd]

2.8 Adatkezel6 jogosult ellendrizni Adatfeldolgozonal a szerzddés szerinti tevékenység végrehajtasat és
a megtett védelmi intézkedéseket a hatékonysag és biztonsag érdekében.

2.9 Adatfeldolgoz6 az Adatkezelé megkeresésére a hatasvizsgalat elkészitésében vagy modositasaban
is adatszolgaltatasi tamogatast biztosit az Adatkezelének.

3. Erintetti joggyakorlas

Az adatkezelés jellegének figyelembevételével az érintetti joggyakorlasok esetén kizarolag Adatkezeld
jogosult az érintettek kérelmének megvalaszolasara, ehhez szlikség szerint kérheti Adatfeldolgozé
kozremiikodését, aki a kérés érkeztetését kovetd 10 munkanapon beliil Adatkezel6 rendelkezésére all.

4. Kartéritési felel6sség meghatarozasa

4.1 Adatfeldolgoz0 kijelenti, hogy amennyiben a jelen szerzédésben, tovabba a GDPR-ban, valamint a
vonatkoz¢ agazati jogszabalyokban foglalt, adatvédelemmel 6sszefiiggd barmely kotelezettségét neki
felrohatd modon megszegi, az ebbdl eredd vagyoni, illetve nem vagyoni karokat koteles teljes
mértékben megtériteni, beleértve az Adatfeldolgozd magatartasabdl eredéen az Adatkezeld terhére
Kirétt adatvédelmi birsagokat is.

4.2 Felek kotelezettséget vallalnak arra, hogy minden olyan koriilményrdl tajékoztatjak egymast, amely
a szerzOdés teljesitését, illetve a masik Fél jogos érdekét érinti. A bejelentési kotelezettség
elmulasztasabol eredo karokért a mulaszto Fél teljes karfelelosséggel tartozik.

5. Adatfeldolgozo6i megallapodas hatalya, moédositasa, megsziinése

5.1 Jelen megéllapodas a Felel altali alairdssal 1ép hatdlyba, és a szerzédésben meghatarozott
tevékenység elvégzéseig tartd ideig jogositja és kotelezi a Feleket a benne foglaltakra. Jelen szerzédés
megsziinésével egyidejlileg Adatfeldolgozd minden még birtokaban 1évo személyes adatot és készitett
masolatot az Adatkezelé rendelkezésének megfelelden tordl ugy, hogy azok fizikai és logikai
helyreallitasa a tovabbiakban nem lehetséges.
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5.2 A jelen megéllapodasban nem szabalyozott kérdésekben a GDPR, Infotv., a Ptk., tovabba a
vonatkoz0 agazati jogszabalyok rendelkezései iranyadok.

5.3 Jelen szerzédést a Felek, mint akaratukkal mindenben megegyez6t helyben hagyolag irtak ala.

Budapest, [kitdltendd]

[kit6ltendd] [kitoltendd]
képviseli: [kitdltendd] képviseli: [kitoltendd]
Adatkezel6 Adatfeldolgoz6
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3. melléklet: Titoktartasi nyilatkozat minta
TITOKTARTASI NYILATKOZAT

Alulirott név: [kitoltendd] sziiletési id6, hely: [kitdltendd], a [kitoltendd] (székhely: [kitdltendd];
adoszam: [kitoltendd]) munkavallalojaként/ egyéb kozremiikodéjeként nyilatkozom az alabbiakrol:

Jelen nyilatkozat tétellel kotelezem magam, hogy az eléttem [jogviszony specifikusan kit6ltendo | az
Egressy Béni Varosi Konyvtar (tovabbiakban, mint ,EBVK?”) altal feltart, és a jovoben feltarando
informaciodkat, igy kilénosen Uzleti titkokat, [jogviszony specifikusan kitoltendd ], és barmilyen egyéb
informaciét az tizleti titokrol szo616 2018. évi LIV. térvényben foglaltaknak megfelelden, iizleti titokként
vagy magantitokként kezelek, a tevékenységem soran a hatdlyos jogszabalyoknak, az EBVK
utasitasainak megfelel6en jarok el.

Tudomasul veszem, hogy amennyiben az informaciot a hatalyos jogszabalyoknak nem megfelel
moédon (kilondsen ideértve Uzleti titokra és magantitokra vonatkozo titoktartasi kotelezettség
megszegésével), az EBVK utasitasaival nem egyezé moédon, vagy EBVK részemre biztositott
szabalyzataiban foglaltakat nem figyelembe véve kezelem, teljeskoriien terhel a magatartasombol ered6
kar- és biintet6jogi felelGség.

Tudomasul veszem tovabba, hogy titoktartasi kotelezettségem aldl - az engedélyben meghatarozott
informacidk erejéig - csak jogszabaly rendelkezése alapjan, vagy az EBVK irasbeli engedélyével
mentestlhetek.

Tudomasul veszem tovabba, hogy jelen nyilatkozatban szabalyozott titoktartasi kotelezettség idobeli
hatdlya korlatlan. Megértettem, hogy a jelen nyilatkozatban foglalt kételezettseg megszegése esetén
szakmai, polgari jogi és — szandékossag esetén — biintetjogi feleldsséggel tartozom.

Budapest, [kitoltendd]

Alairas

A jelen nyilatkozat alairdsaval tudomasul veszem és megértettem, hogy a fent megadott személyes
adataimat az EBVK, mint Adatkezeld, a vonatkoz6 adatvédelmi szabalyoknak megfelel6 az Adatkezeld
tulajdonhoz és tizleti titkainak, nyilvantartasaiban kezelt személyes adatok védelméhez fiz6d6 jogos
érdeke alapjan kezeli, és megérzi a feleldsségre vonhatosag eléviilésének idejéig. Megértettem, hogy
adataim tovabbitasra nem keriilnek, jogaimmal kapcsolatos bévebb tajékoztatast az alabbi elérhetdségen
talalok: ..............oo..
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4. melléklet: Adatkezelési tevekenység nyilvantarto lap - bevezetés

[Adatkezelési tevékenység sorszama] [Adatkezelés megnevezése]

Adatkezelésért felelés szervezeti egység:

Bevezetés oka:

Bevezetés datuma:

Adatkezelés tervezett folyamata:

Erintettek kore:

Kezelend6 adatok kore, adatkezelési cél

adatkoronként

Adatkezelés jogalapja:

Jogalap indokléasa:

Adatok forrasa

Hogyan torténik az adatok felvétele,
tarolasa?

Erintett szakrendszerek

Lehetséges kockazatok

Alkalmazott adatbiztonsagi intézkedések
leirasa

Adattovabbitas térténik? Ha igen, hova?

EGT orszagon Kkivili adattovabbitas
esetén megfeleldsségi hatarozat, vagy
megfeleld garancia

Adatfeldolgozé igénybevétele

Adatfeldolgoz6i megéllapodas

Adatkezelésrdl tajékoztatds modja
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Adatkezelés tervezett id6tartama
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Adatkezelési tevékenység nyilvantartd lap - médositas

3700 Kazincbarcika
Rakoczi tér 9.

[Adatkezelési tevékenység sorszama]

[Adatkezelés megnevezése]

Modositas sorszama

Adatkezelésért felelos szervezeti egység:

Modositas oka:

Modositas datuma:

Adatkezelés tervezett folyamata a
modositast kovetden

Erintettek kore a modositast kovetéen:

Kezelend6 adatok kore, adatkezelési cél
adatkoronként- a modositast kovetden:

Adatkezelés jogalapja a modositast
kovetden:

Jogalap indoklasa a modositast kovetden:

Adatok forrasa a modositast kovetden:

Hogyan torténik az adatok felvétele,
tarolasa a modositast kvetéen?

Erintett szakrendszerek a mddositast
kovetden:

Lehetséges kockazatok

Alkalmazott adatbiztonsagi intézkedések
leirasa a modositast kovetéen

Adattovabbitas térténik? Ha igen, hova?

EGT orszagon kivili adattovabbitas
esetén megfeleldsségi hatarozat, vagy
megfeleld garancia

Adatfeldolgoz6 igénybevétele a
modositast kovetden

Adatfeldolgozoi megéllapodas a
modositast kdvetéen
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Adatkezelésr6l  tajékoztatdss modja
modositast kovetden

Adatkezelés tervezett idétartama
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Adatkezelési tevékenység nyilvantartd lap — adatkezelés kivezetése

[Adatkezelési tevékenység sorszama]

[Adatkezelés megnevezése]

Kivezetésért felelds szervezeti egység:

Kivezetés oka:

Kivezetés datuma:

Adatkezelés kivezetését kovetden
archivként megbrzend6?

Erintettek kore

Kivezetend6 adatok kore

Hogyan torténik az archiv adatok
tarolasa?

Erintett szakrendszer

Lehetséges kockazat

Alkalmazott adatbiztonséagi intézkedések
leirasa

Adattovabbitas torténik? Ha igen, hova?

Adatfeldolgoz6 igénybevétele a
modositast kdvetéen

Adatfeldolgoz6i megallapodas

Adatkezelés  kivezetésérél ~ hogyan
torténik az Erintettek tajékoztatasa
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5. melléklet- Erdekmérlegelési teszt minta

[Tervezett adatkezelés megnevezése]

Adatkezelés tervezett célja

Adatkezelés tervezett idétartama

Kezelendo adatok tervezett kore

Adatfeldolgozas tervezett folyamata

Adatkezelés sziikséges?

Létezik alternativ mdd az adatkezelés cél

elérésére?

1. Adatkezel0 jogszerl érdekeinek értékelése
Védendo alapvetd jogok felsorolasa (EJEE, Alapjogi
Charta, Alaptorvény)

Kozérdek, kdzosségi érdek

Egyéb jogos érdek

Az érdekek jogszeriiségének jogi ¢és kulturalis
[tarsadalmi elismerése

Adatkorok korlatozasa

Adattarolas idétartamanak korlatozasa
Alnevesitési vagy anonimizalasi technikak
Aggregalt adatok

Tiltakozasi jog biztositasa

Torlési kérés mérlegelés nélkili teljesitése
Egyéb adatbiztonsagi intézkedés

Egyéb szervezési intézkedés

2. Erintettre gyakorolt hatas
Adatkezelés lehetséges kdvetkezményei
Kockazat bekovetkezésének lehetésége
Kockéazat stlyossaga
Erintettek potencialis szama
Felek statusza
Erintett ésszer(i elvarasa

3. Erdekek egyenstilya megallapithat6?

Igen Nem

4. Amennyiben nem, tovabbi biztositékok meghatarozasa
Adatkorok korlatozasa
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Adattarolas id6tartamanak korlatozasa

Alnevesitési vagy anonimizalasi technikak

Aggregalt adatok

Tiltakozasi jog biztositasa

Torlési kérés mérlegelés nélkili teljesitése

Egyéb adatbiztonsagi intézkedés

Egyéb szervezési intézkedés

5. Erdekek egyensiilya megallapithato a biztositékok alkalmazasat kovetden?

Igen Nem
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6. melléklet: Adatmegsemmisitési jegyzokonyv minta
Jegyz6konyyv irat/adatmegsemmisitésrol
Irat/Adatmegsemmisitési bizottsag tagjai

(1) Munkavéllal6 neve:

Sziiletési hely, id6:
Munkakor:

(2) Munkavallal6 neve:

Sziiletési hely, id6:
Munkakor:

(3) Munkavallal6 neve:

Sziiletési hely, id6:

Munkakor: DPO

A megsemmisités targya, adathordozo tipusa és szama:
[kitoltend6]

A megsemmisités modszere

[kitoltend6]

A megsemmisités oka

[kitoltend6]
Adatmegsemmisités helye és ideje

[kitoltend6]

[kitoltend6]
Az adatok megsemmisitését jovahagyom:

Igazgatd

Alairdsommal igazolom, hogy az adatok torlése a jegyzOkonyvben rogzitetteknek megfeleléen
megtortént.

Kelt: Budapest, [kitdltendd]

Név Név

Név

43/38



N VAROg,
L ”(OAV
Z,

&
fL BN

KAZINCBARCIKA

3700 Kazincbarcika
Rakoczi tér 9.

Loy
W |

7. melléklet- Incidens Kivizsgélo lap

Jegyzokonyv lehetséges adatvédelmi incidens kivizsgalasarol

lizemzavar/bejelentés] [kitoltendd] altal észlelt lehetséges incidens (tovabbiakban: lehetséges incidens vagy esemény)
kivizsgalasaval kapcsolatos részletes informaciokat tartalmazza.

Adatkezel6:
Cim:

1. ESEMENY KIVIZSGALASA ELOTT ISMERT KORULMENYEK
Vizsgalat targya:

Esemény rovid leirasa:

Eseményt észleld személy:
Az esemény felfedezésének helye:
Az esemény felfedezésének ideje:
Egyéb észleléssel kapcsolatos korilmény:
A lehetséges incidens bekovetkezésének helye:
A lehetséges incidens bekovetkezésének ideje
Adatkezel6 mikor értesiilt az eseményr6l?
2. VIZSGALAT SORAN FELTARTAK
Vizsgélat helye és ideje

Esemény melyik adatkezelési tevékenységhez kapcsoladik?

Esemény kapcsolddik informatikai rendszerhez? Ha igen, melyik rendszerhez?

Az esemény kapcsan biztosan érintett / részt vevo személyek (név, titulus, szerep
az eseményben (pl rendszergazda, munkavallalo, bejelentd, észleld stb.)

Esemény érint személyes adatokat?

Esemény érinti személyes adatok kiildndsen védett kategorigjat (9. cikk (1)
bekezdés)

Rendelkezésre all6 és vizsgalt bizonyitékok

Vizsgélat tapasztalata
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Az esemény lehetséges bekdvetkezésének korilményei

Megallapithatd személyes adatok véletlen vagy jogellenes megsemmisitése?
Megallapithatd személyes adatok véletlen vagy jogellenes elvesztése?
Megallapithatd személyes adatok véletlen vagy jogellenes megvaltoztatasa?
Megallapithatd személyes adatok véletlen vagy jogellenes kozlése?

Megallapithatd személyes adatok véletlen vagy jogellenes hozzaférés?

tovabbi szakaszok kitéltése kizarolag akkor sziikséges, ha adatvédelmi incidens tortént, egyébként a 4. blokk végéig torolhetd
3. KARKOCKAZATOK FELMERESE, KARENYHITES

Egyedi vagy tomeges érintettség vélelmezhetd?

Egyedi érintettség esetén érintettek

TOmeges érintettség esetén érintetti kategoria

Az incidens bekovetkezését eldsegitd tényezok

Visszaallithatoak a megsemmisiilt, megvaltoztatott adatok mentésbol?

Van redlis esély az elveszetett adatok megtalalasara?
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Van lehet6ség az adatok torlésére, az illetékteleniil tudomast szerzdvel titoktartasi
megallapodas megkdtésére tovabbi illetéktelen kozlések megeldzése céljabol?

Van lehetdség a hozzaférés megsziintetésére?
Illetéktelen hozzaférés esetén értelmezhetéek voltak az adatok a hozzaférének?

Van olyan logikai intézkedés (pl jelszocsere) amivel megeldzhetdek a tovabbi
karok?

Van olyan fizikai intézkedés (pl. zarcsere) amivel megel6zhet6ek a tovabbi karok?

Van olyan adminisztrativ intézkedés (pl. kozlemény kozzététele, torlési
nyilatkozat bekérése, titoktartasi megallapodas megkdtése) amivel megeldzhetéek
a tovabbi karok?

Milyen lehetséges hatranyok érhetik az érintetteket az incidens hatésara?

Az incidens kapcsan végrehajtott intézkedések

TOVABBI SZUKSEGES KARENYHITES - CSELEKVESI TERV

Tovabbra is fennall barmilyen kockazat az érintettekre nézve?

A fennall6 kockazat magas kockazatnak mindsithet6 az érintettre nézve?

Egyéb megallapitasok, sziikséges intézkedések

Tovabbi sziikséges intézkedések (pl. feljelentés megtétele)

Mellékletek
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Kelt: Budapest, [kitdltendd]

Esemény kivizsgalasaban részt vevd személyek:

Név: Pozicié:
Név: Pozicié:
Név: Pozicié:
Név: Pozicié:
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8. melléklet: Adatvédelmi incidens nyilvantartas

3700 Kazincbarcika
Rakoczi tér 9.

Az ) Az adatvédelmi | A bejelents P,(I-k az Milyen Az ’lnt_:ldens Az orvoslasra f\z incidensrél a l¥at0sag,
adatvédelmi A CRERl ] incidens megnevezése Az incidens LS személyes Erintett Az IR tett UBSE 68 CHIIEES
. S incidensrél valo . ok 9 . P . akiknek az y . . .. incidens | (valészini intézkedések | tajékoztatasra keriltek-

Sorszdm | incidens . . bekovetkezésének | (adatfeldolgozo, & korulményeinek, a tények . adatok informacios . . T - ,
. tudomasszerzés X . P - adatait - okanak | kockazatok, | listaja/leirdsa, | e, amennyiben nem, tgy

rovid . X napja (mikor - munkavallalo, leirasa o érintettek az | rendszer oL i . . . .
meanevezése idépontja thrtént) stb) incidens incidenssel leirdsa | kévetkezmé | valamint ennek indoka és

9 ' érte nyek) annak hatasa | magyarazata
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9. melléklet: Munkaviszony létesitése, foglalkoztatas fennillisa és munkaviszony megsziinése kapcsan Kitoltendé dokumentumok és
jognyilatkozatok
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